Abstract

The Completely Automated Public Turing test to tell Computers and Humans Apart (CAPTCHA) is used to believe that a human is using the web service [1]. For the online services which are been provided in web services is been abused by automated bots over the internet. So CAPTCHA is used as a protection from these malicious programs for web security. But the bots are intelligent enough to break through these CAPTCHA. To increase the security, there are several CAPTCHA techniques has been proposed. In this paper various types of CAPTCHA techniques has been discussed and more secure techniques for the bot protection were discussed.
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