Abstract

Information is considered to be an asset for any organizations. Malicious attacks/threats can compromise the security and trust of a system, which shall be controlled by introducing Intrusion Detection System. In order to offer maximum security for the confidential data and the corresponding data integrity, a novel Integrity model based Intrusion Detection system is proposed. Hence, the optimum Integrity is increased by increasing the intrinsic attributes of Information System like accuracy, consistency and reliability. The proposed research paper tries to propose a model for improving the optimum information Integrity by quantifying the intrinsic integrity attributes so that the data may not get compromised.
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