Abstract

Recent advances in development of Wireless Communication in Vehicular Adhoc Network (VANET) has provided Emerging platform for researchers. VANET are movable & fixed infrastructure. One of the main challenges in VANET is to secure communication. VANET is a open network for all and different types of attacker available for attack to victims node in the network & create problem in communication. Denial of services (DOS) and DDOS are very destructive for security system as well as authentication and Privacy are big challenges, finally we designed DOS prevention algorithm, Which is capable secure communication.
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