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Abstract

With the modern use of services of the cloud computing, the users need higher security. Therefore safety of the cloud computing is a first consideration of the users to select. In the establishment of the cloud computing, application proportion of the virtualization increases gradually, scope and the depth of safety also expanded gradually. The associated concepts of the cloud computing and its establishment conditions are discussed in this paper. In this paper the foundation of the international-certification-institute is suggested for service providing companies to raise the trust and improve the likeliness of utilizing this advance and valuable technique among the people. If the security is not fixed and powerful, then the flexibility and the benefits that a cloud computing has to provide will have the few prospect. This will facilitates the researchers and the security professionals to understand about the users concerns and the vendors concerns and the critical analysis regarding the various research types suggested.
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