Abstract

Social networking has become an indivisible part of the modern lifestyle. It plays a crucial role in our daily lives. It allows us to communicate with numerous individuals. Popular social networking sites such as Facebook1, LinkedIn2 allow people to get connected from diverse geographic locations. Existing and the emerging social media sites empower users to utilize various interesting features such as sharing photos or information with as many friends as they want, commenting on a text or picture, creating groups and so on. Privacy settings offered by these sites come into picture when a user may not want to share his profile globally or with certain people. Privacy violation is an important issue that needs to be addressed while being active on any social networking site. If the privacy settings provided by the respective site are inadequate, then people may invade your privacy and misuse your information. Going towards this need, utilizing system to compose privacy settings for user’s images is important. Further, the privacy inference policies should be maintained with respect to user profile. Hence, we have decided to develop a system that will help the user to maintain security for images he/she has uploaded on a content sharing site.
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