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ABSTRACT
The overwhelming and unprecedented need of research in the field of internet of things is forcing engineers, scientists and researchers to address communication and data distribution techniques in huge volume networks. MQTT and COAP are rapidly emerging as leading lightweight messaging protocols for gateway bridging logic to allow inter-standard communication. While billions of devices are connected over the internet it is necessary to study the packet transmission and evaluate the throughput of each transmission using traditional ALOHA and slotted ALOHA techniques[9].
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1. INTRODUCTION
The buzz of “Internet of Things” began when Kevin Ashton coined the term to connect things via Internet through ubiquitous reality. The concept of creating a world where the devices could talk to each other, process information, take decisions requiring minimum human intervention came into picture. It has the capability to sense, analyse and visualize reality. IOT leads to the emergence of SMART environment which uses information and communication technologies like Wifi, Zigbee, RFID through devices which act as active participants that enable communication [4]. IOT is realized through sensors, actuators, gateway, cloud etc where sensors/actuators capture information; gateway forwards the information through internet and cloud is used to store and process information using vivid applications.

IOT can also be viewed as a three layer platform where machines talk at the interface level, communicate using internet at the middleware and apply semantic knowledge at the application level.

2. APPLICATION LAYER PROTOCOLS IN IOT
MQTT and COAP
Message Queuing Telemetry Transport (MQTT) is the protocol which uses handshake mechanism to establish a connection followed by exchange of information between the devices where the provider acts as publisher and the requestor as the subscriber whereas Constrained Application protocol (COAP) is a UDP based protocol that uses a request-response mechanism to exchange message between the client and server devices [8].
Table 1. Comparison of MQTT and COAP

<table>
<thead>
<tr>
<th>MQTT</th>
<th>COAP</th>
</tr>
</thead>
<tbody>
<tr>
<td><img src="image1" alt="Fig 2: Communication Model in MQTT" /></td>
<td><img src="image2" alt="Fig 3: Communication Model in COAP" /></td>
</tr>
<tr>
<td><img src="image3" alt="Publisher" /> → <img src="image4" alt="Broker" /> → <img src="image5" alt="Subscriber" /></td>
<td><img src="image6" alt="Client" /> → <img src="image7" alt="Server" /></td>
</tr>
</tbody>
</table>

Fig 4: Publish-Subscribe method of communication
Fig 5: Request-Response method of communication

Table 2: Handshake mechanism in COAP[13]

| ![Fig 6: Client sends request](image8) | ![Fig 7: Server sends acknowledgement for request](image9) |

Fig 6: Client sends request
Fig 7: Server sends acknowledgement for request
The handshake mechanism in COAP protocol can be explained by the table 2 where the devices send a connection request to the server which after being acknowledged sends the service request or query through the internet. The service request is processed by the applications running in the cloud which processes the information and make use of concept like software as a service or platform as a service to process the request.

3. ALOHA AND SLOTTED ALOHA IN IOT

The rise of cloud computing requires an accommodation of seamless integration of network access topologies demanding the advent of 5G in mobile communications which will deliver upto 5000 times the capacity of existing 3G and 4G technologies with a peak rate upto 100 Gbps[1]. Looking at the endless and deep rooted requirement of high speed, huge volume data transfer it is necessary to study packet transmission mechanisms.

ALOHA:
Assume that the same length packet frames are transmitted by stations following Poisson’s distribution while transmission and that they do not generate while transmitting. Let m be the mean for Poisson’s distribution for transmitting stations, probability of transmission attempt is given by,

\[ P(\text{transmission attempt}) = m \cdot e^{-m} \]

For just one station transmitting at a time, the probability of successful transmission is given by

\[ P(\text{successful transmission}) = e^{-m} \]

While if there is another station attempting to transmit data during the same time frame, the probability of transmission attempt is given by,

\[ P(\text{transmission attempt}) = P(\text{successful transmission}) \cdot P(\text{transmission attempt}) = e^{-m} \cdot m \cdot e^{-m} = me^{-2m} \]

Therefore, the throughput of transmission is \( me^{-2m} \).

Slotted ALOHA:
That in case of Slotted ALOHA assumes that all the packet transmission begin only at the start of the frame time inorder to avoid collision therefore there is no chance of another station starting the transmission[10][11][12].

Hence,

\[ P(\text{transmission attempt}) = m \cdot e^{-m} \]

Throughput= \( me^{-m} \)

The IOT enabled devices will need to be ultra low latency i.e data transfer will take 1-10 milliseconds to reach from one designation to another compared to 40-60 seconds today[1]. With upto 50 billion devices to be connected through via Internet there arise a need to develop low throughput networks which will enable long range of around 40 km data transmission with minimal power consumption. Various standardization groups are working towards development of Low Throughput Networks(LTN) for Internet of Things networks dedicated to low throughput communications leading to the development of innovative technologies, applications and devices. These technologies also implements advanced signal processing that provides effective protection against interference [2][6].

As a result, LTN is particularly well suited for low throughput machine to machine communication where data volume is limited and low latency is not a strong requirement.

4. CONCLUSION

Enhancing the capability of IOT to dynamically configure the wireless network is the need of the hour to provide connections to the billions of connected objects. A great number of IOT driven objects need only low throughput connectivity, but they also require an efficient connection that is both cost effective and low energy-consuming. Standardization and collaboration of distinct IOT models, approaches, protocol structures, communication systems and applications is a must to establish a coherent universal network structure. Also, the incorporation of existing system designs, models, protocol layouts and techniques is essential to establish IOT at a residential level. Machine-to-Machine communications and the Internet of Things (IoT) involve the connection of potentially billions of connected objects which need only low throughput connectivity. A major and critical concern lies in avoiding collision during transmission and
protection of catastrophic data, timely delivery even if collision happens because loss of single unit of data may interrupt operations of multiple devices talking amongst each other leading to error.
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