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ABSTRACT 

Routing in wireless sensor network has entirely different 

requirements compared to the routing requirements of a 

normal network. The complexity arises from the requirements 

of security, load balancing, resource constraints and failure 

handling. This paper presents a fast, secure and dynamic route 

generation technique for wireless sensor networks using 

metaheuristics for route generation. A modified form of 

Particle Swarm Optimization technique is used for route 

generation. In-order to overcome the problem of local optima, 

PSO is hybridized by incorporating Simulated Annealing in 

its local selection process. Hybridization also speeds up the 

route selection mechanism, thereby reducing the time 

overhead to a maximum extent. 
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1. INTRODUCTION 
Several efforts were taken to provide a secure WSN [1]. The 

major requirements of a routing algorithm in a WSN is not 

just to provide a secure route. It has several other constraints 

such as uniform load on all nodes to provide longevity to the 

network, reducing the average network charge in a balanced 

manner such that the nodes remain altruistic for maximum 

possible time and to provide dynamicity in the route selection 

process such that the route generated is secure [2]. The 

dynamic and resource constrained nature of operations in 

WSN makes the process complex 

The process of route identification has to be dynamic in WSN. 

Unlike the usual routing methodologies, the routes generated 

in WSN needs to be balanced, utilizing the available nodes in 

a uniform manner. A balance has to be achieved between the 

number of hops to be used for transmission and the reuse 

levels [3]. These requirements can be effectively satisfied by 

metaheuristics, hence this paper utilizes metaheuristics for the 

routing process. Another major constraint faced by WSNs is 

the uneven charge dissipation [4]. Remnant charge in WSN 

nodes plays a crucial role in determining the behavior of a 

node. Hence energy efficiency of an algorithm plays a crucial 

role in the routing technique to be used in the network. This 

paper presents an effective low latency dynamic routing 

technique that performs efficient and balanced routing in 

WSNs. Route generation is performed using Particle Swarm 

Optimization (PSO) [5]. PSO is modified and hybridized 

using Simulated Annealing (SA) to provide an energy 

efficient route generation technique. 

2. RELATED WORKS 
Routing has been an issue prevalent since the beginning of the 

process of networking. However, routing in WSN have certain 

specific demands. Secure routing is ensured in two different 

ways; by securing the information transmitted and by 

providing a secure routing path. This section discusses some 

of the most recent techniques proposed to enhance security in 

the routing process. 

An Elliptic Curve Cryptography (ECC) and homomorphic 

encryption based secure routing scheme is presented by 

Elhoseny et al in [6]. It works on the basis of the GASONeC 

algorithm based on Genetic Algorithm. An authentication and 

integrity based routing technique was proposed by Senthil 

kumaran et al in [12]. Other such techniques integrating 

security mechanisms in the transmissions include [13, 14]. A 

dynamic routing protocol specialized in multipath routing is 

presented by Kaur et al. in [7]. This technique uses 

Distributed Hash Tables (DHT) to perform the routing 

process. A minimum transmission based multicast routing 

technique is presented by Zhang et al in [8]. This technique is 

based solely for industrial applications and utilizes a heuristic 

based routing mechanism for the route selection process. 

Other similar multicast based routing approaches for 

industrial applications include [9, 10]. 

A network lifetime enhancement based routing technique is 

presented by Raja et al. in [11]. This technique uses Game 

Theory based Cooperative MIMO routing scheme to even out 

the energy consumption in the network nodes. The limitations 

of this technique is that it requires fixed number of nodes. The 

nodes are clustered and cluster heads are identified. This 

entire process is carried out once and modifications in the 

network topology is not accepted. Other lifetime enhancement 

techniques for WSN include [19, 20]. An adaptive clustering 

based routing technique was proposed by Marappan et al. in 

[15]. This technique operates on the basis of data aggregation. 

Other data aggregation based techniques include [16, 17].  A 

load balancing based congestion detection routing technique 

is presented by Ahmed et al in [18].  

3. DYNAMIC SECURE MULTIPATH 

ROUTING IN WSN USING 

MODIFIED SIMULATED 

ANNEALING BASED PSO 
Secure routing is the major requirement of current WSNs due 

to the vulnerability brought about by their deployment regions 

[23]. Safety in transmission can be brought about in the 
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routing process. This leads to the elimination of the usual 

shortest path algorithm due to its static nature [24, 25]. 

Incorporating dynamicity will not only enhance the network 

from the aspect of security, but also aids in load distribution, 

leading to longevity of the network. The architecture for route 

generation using Simulated Annealing based PSO is presented 

in Fig 1. 

 

 

 

Fig 1: Dynamic Secure Multipath Routing in WSN using Modified Simulated Annealing based PSO 

The base network creation is followed by the creation of 

search space using the neighbor details maintained by the 

nodes. Path creation is initiated after the initiation of the 

transmission. The transmission initiation is followed by 

packet construction. This initiates the route identification 

module.  

3.1 Dynamic Route Generation using 

Modified Simulated Annealing based 

PSO 
The first phase of route identification phase begins by 

identifying the search space boundaries and initializing the 

particles within the search space boundaries. The particles are 

initially deployed in the node that has initiated transmission. 

However, they are dispersed around using the velocity 

component after acceleration. 

The velocity component is initialized within the boundaries of 

the search space using eq 1. 

𝑉𝑖~𝑈(− 𝑏𝑢𝑝 − 𝑏𝑙𝑜  ,  𝑏𝑢𝑝 − 𝑏𝑙𝑜  )  (1) 

Acceleration of particles is triggered and the particles are 

dispersed. PSO operates on continuous space, whereas the 

current requirement of routing requires operations in discrete 

space. Hence the proposed approach incorporates a 

discretization phase into the working process of PSO. The 

particles are discretized using eq 2 
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𝑃′ = min      𝑃𝑖𝑘 − 𝑁𝑗𝑘  
2𝑑

𝑘=1  𝑛
𝑗=1 ∀𝑖 =

1 𝑡𝑜 𝑝(2)  

This phase ends with the particles landing on a distinct node. 

The pbest is identified and a new velocity is assigned to each 

of the particles.  

The end of this iteration results in a set of pbest particles 

identified. Simulated Annealing [21,22] is used to identify the 

gbest value from the set of pbest values. The gbest value is 

added to the final path. This process is repeated until the 

destination node is reached. 

This is a single path identified for a single packet. A dynamic 

path is identified for each packet contained in the 

transmission. Each packet is transmitted through the 

dynamically created route, hence making the routing process 

secure and distributed. This leads to the elimination of node 

depletion due to continuous usage of a single node for 

transmission. Hence increases the lifetime of the network.  

4. RESULTS AND DISCUSSION 
Experiments were conducted on a network with 30 nodes, 

each with the same amount of energy. Transmissions were 

carried out on this network in two categories. The initial set of 

transmissions were carried out with random starting nodes and 

the process ends after a complete route containing all the 

nodes is created. The next set of transmissions were carried 

out with defined starting and ending nodes. Efficiency of the 

algorithm was measured in terms of selection overhead and 

load distribution among the nodes.  

 

 

Fig 2: Selection Overhead 

The selection overhead occurring in the transmissions is 

presented in figure. The experiments were conducted and 20 

transmissions were recorded. Time taken for generating each 

of the routes were recorded and identified as the selection 

overhead. It could be observed that the proposed PSO SA 

technique exhibits a maximum selection overhead of 5ms and 

a minimum selection overhead of 4ms. This is a very 

negligible time, hence the proposed approach is considered to 

be a suitable technique for dynamic transmission on a WSN. 

 

 

Fig 3: Distance Covered 

Distance covered by the proposed PSO SA approach when 

identifying a route covering all nodes in the network is 

presented in figure. It could be observed that an average 

distance is maintained by the system without exhibiting high 

fluctuation levels. This shows the stability of the proposed 

PSO SA architecture making it ideal for the routing process. 
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Fig 4: Selection Overhead (Specific Path)

Selection overhead experienced when applying PSO SA on a 

specific start and end node requirement is presented in figure. 

It could be observed that the time taken for the process varies 

between 1ms and 45ms. This variation level is due to the 

presence of identifying the end node. However, even the 

increased computation has a maximum overhead level of 

45ms, which is also an acceptable waiting time level for a 

packet to obtain the transmission route. 

 

Fig  5: Distance  Covered (Specific Path)

Distance covered on generating paths between defined nodes 

is presented in figure. It could be observed that the proposed 

PSO SA has exhibited minimum distances for maximum 

number of transmissions. High levels occurs due to the 

dynamic nature of the approach. However these peaks can be 

observed only in three transactions making the approach 

reliable and fast. 

5. COMPARATIVE STUDY 

 

Fig  6: Selection Overhead : Comparison

A comparison of the selection overhead between PSO and the 

proposed PSO SA is presented in figure. It could be observed 

that the proposed approach exhibits a maximum overhead of 

5ms, while the minimum overhead exhibited by PSO itself is 

5ms, exhibiting the efficiency of the proposed approach. 

6. CONCLUSION  
This paper presents a metaheuristic based routing solution for 

providing dynamic and secure routes in a WSN. The proposed 

architecture uses a modified form of Particle Swarm 
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Optimization algorithm, incorporating Simulated Annealing in 

its local selection process to eliminate getting struck in local 

optima. The proposed technique is designed as a dynamic 

route generation mechanism; hence it provides an additional 

advantage of improved security from packet sniffing attacks. 

Limitations of this approach include the absence of network 

traffic based analysis in identifying the routes. If a route has 

congestion, then the particular packet has to be retransmitted. 

Though this occurrence is rare, it is not handled by the 

proposed PSO SA. Future enhancements of this technique can 

include mechanisms to provide congestion control, making 

the transmission paths more reliable. The algorithm can be 

further improved by incorporating trust levels of neighbors to 

perform trust based routing, hence making the probability of 

retransmission very low. 

7. REFERENCES 
[1] Li, B., Li, H., Wang, W., Yin, Q., Liu, H.  2013. 

Performance analysis and optimization for energy-

efficient cooperative transmission in random wireless 

sensor network. IEEE Trans. Wireless Commun.12 (9), 

4647–4657. 

[2] Ganesh, S., Amutha, R., 2013. Efficient and secure 

routing protocol for wireless sensor networks through snr 

based dynamic clustering mechanisms. J. Commun. 

Networks 15 (4), 422–429. 

[3] Akyildiz, I. F., Su, W.,  Sankarasubramaniam, Y., and  

Cayirci, E. 2002. Wireless sensor networks: a survey, 

Computer Network, Vol. 38, No. 4, pp. 393–422. 

[4] Yick, J.,  Mukherjee, B.,  and  Ghosal, D.2008. Wireless 

sensor network survey, Comput Network, Vol. 52, No. 

12, pp. 2292–2330. 

[5] Kenndy, J., and Eberhart, R.C.1995. Particle swarm 

optimization. InProceedings of IEEE International 

Conference on Neural Networks (Vol. 4, pp. 1942-1948). 

[6] Elhoseny, M., Elminir, H., Riad, A., and Yuan, X., 2015. 

A secure data routing schema for WSN using Elliptic 

Curve Cryptography and homomorphic encryption. 

Journal of King Saud University-Computer and 

Information Sciences. 

[7] Kaur, R., and Singh, K.P.  2015. An Efficient Multipath 

Dynamic Routing Protocol for Mobile WSNs. Procedia 

Computer Science, 46, pp.1032-1040. 

[8] Zhang, D.G., Zheng, K., Zhang, T., and Wang, X. 2015. 

A novel multicast routing method with minimum 

transmission for WSN of cloud computing service. Soft 

Computing, 19(7), pp.1817-1827. 

[9] Lee, S.J., Su, W. and Gerla, M., 2002. On-demand 

multicast routing protocol in multihop wireless mobile 

networks. Mobile networks and applications, 7(6), 

pp.441-453. 

[10] Garcia-Luna-Aceves, J.J. and Madruga, E.L., 1999. The 

core-assisted mesh protocol. IEEE Journal on selected 

Areas in Communications, 17(8), pp.1380-1394. 

[11] Raja, P., and Dananjayan, P. 2015. Game Theory Based 

Cooperative MIMO Routing Scheme for Lifetime 

Enhancement of WSN. International Journal of Wireless 

Information Networks, 22(2), pp.116-125. 

[12] Ilango, P., 2015. Secure authentication and integrity 

techniques for randomized secured routing in WSN. 

Wireless Networks, 21(2), pp.443-451. 

[13] Fan, X., and Gong, G. 2012. Accelerating signature-

based broadcast authentication for wireless sensor 

networks. Ad Hoc Networks, 10(4), pp.723-736. 

[14] Shim, K.A., Lee Y.R., and Park, C.M. (2013). EIBAS: 

An efficient identity-based broadcast authentication 

scheme in wireless sensor networks. Ad Hoc Networks, 

11(1), 182–189. 

[15] Marappan, P., and Rodrigues, P. 2016. An energy 

efficient routing protocol for correlated data using CL-

LEACH in WSN. Wireless Networks, 22(4), pp.1415-

1423. 

[16] Dedeoglu, V. et al. (2012). Cross-layer energy 

minimization in correlated data gathering wireless sensor 

networks. In IEEE 13th international workshop on signal 

processing advances in wireless communications 

(SPAWC), 2012, pp. 304–308. 

[17] Zeydan, E., et al. 2012. Energy-efficient routing for 

correlated data in wireless sensor networks. Ad Hoc 

Networks, 10(6), 962–975. 

[18] Ahmed, A.M., and Paulus, R. 2016. Congestion detection 

technique for multipath routing and load balancing in 

WSN. Wireless Networks, pp.1-8. 

[19] Kaur, G., and Kaur, S. 2016. Enhanced M-Gear Protocol 

for Lifetime Enhancement in Wireless Clustering 

System. International Journal of Computer Applications, 

147(14). 

[20] Kumar, A., Vaid, R., Katiyar, S., and Shumaila Rizwan, 

S. 2016. Adaptive Data Size Compressed Algorithm to 

Reduce Energy and Provide Route Security using 

AOMDV Protocol in WSN. International Journal of 

Computer Applications 147(2):32-38. 

[21] Khachaturyan, A., Semenovskaya, S., Vainshtein, B. 

(1979).  Statistical-Thermodynamic Approach to 

Determination of Structure Amplitude Phases. Sov.Phys. 

Crystallography.24 (5): 519–524. 

[22] Khachaturyan, A., Semenovskaya, S., Vainshtein, B. 

(1981). The Thermodynamic Approach to the Structure 

Analysis of Crystals. Acta Crystallographica (A37): 742–

754.doi:10.1107/S0567739481001630. 

[23] Upendran V., Dhanapal R. (2015) A Study of Security 

Challenges, Solutions and Research Directions for High 

Performance Secure Routing in WSNs. International 

Journal of Applied Engineering Research.;10(73) 

[24] Upendran V, Dhanapal R. (2015) Firefly Algorithm 

based Secure and Energy Efficient Routing (FASER). 

Advances in Natural and Applied Sciences. 9(8):29-36. 

[25] Upendran V, Dhanapal R. (2016) Secure and Distributed 

On-Demand Randomized Routing in WSN, International 

Journal of Computers & Technology, 15(6)

 

 

 



International Journal of Computer Applications (0975 – 8887) 

Volume 154 – No.5, November 2016 

23 

8. AUTHOR PROFILE 
Mr.V.Upendran is persuing 

his Ph.D in computer Science from Bharathiar University, 

Tamil Nadu, India.  He is currently Asst.Prof, Department of 

Computer Science, Srimad Andavan Arts and Science College 

(Autonomous), Affiliated to Bharathidasan University, 

Trichirappalli , India. He has 12 years of teaching experience. 

He has published 5 papers in International journal. 

Prof.Dr.R.Dhanapal obtained his Ph.D in Computer Science 

from Bharathidasan University, Tamil Nadu, India. He has 29 

years of teaching, research, administrative and industrial 

experience which includes 21 years of Government Service. 

He is currently Principal of KCSC and  Director (R&D) 

Procademia, Chennai, Tamil Nadu, India.    

Besides being Professor, Administrator and researcher, he is 

also a prolific writer, having authored twenty one books on 

various topics in Computer Science.  His books have been 

prescribed as text books in Bharathidasan University and 

Autonomous colleges affiliated to Bharathidasan University.  

He has served as Chairman of Board of Studies in Computer 

Science of Bharathidasan University, member of Board of 

Studies in Computer Science of several universities and 

autonomous colleges. Member of standing committee of 

Artificial Intelligence and Expert Systems of IASTED, 

Canada and Senior Member of International Association of 

Computer Science and Information Technology (IACSIT), 

Singapore and member of International Association of 

Engineers, Hongkong. He has Visited USA, Japan, Malaysia, 

and Singapore for presenting papers in the International 

conferences and to demonstrate the software developed by 

him.  He is the recipient of the prestigious ‘Life-time 

Achievement’ and ‘Excellence’ Awards instituted by 

Government of India, ‘Best Professor Award’ Instituted by 

ASDF and Government of Puducherry.   

He served as Principal Investigator for UGC and AICTE, New 

Delhi funded innovative, major and minor research projects 

worth of 1.7 crore especially in the area of Intelligent systems, 

Data Mining and Soft Computing.  He is the recognized 

supervisor for research programmes in Computer Science 

leading to Ph.D and MS by research in several universities 

including Anna University Chennai, Bharathiar 

University Coimbatore, Manonmaniam Sundaranar 

University Tirunelveli, Periyar University Salem, Mother 

Teresa University Kodaikanal and many Deemed 

Universities. He has got 78 papers on his credit in 

international and national journals and 13 scholars obtained 

Ph.D under his guidance and supervision. He has been serving 

as Editor In Chief for the International Journal of Research 

and Reviews in Artificial Intelligence (IJRRAI) United 

Kingdom and serving as reviewer and member of editorial in 

accredited peer reviewed national and international journals 

including Elsevier Journals.  

 

IJCATM : www.ijcaonline.org 


