Abstract

As the progression of networks is continues, Mobile ad hoc network (MANET) has become as a new frontier of technology to give anywhere, anytime communication. Because of the features like unreliability of wireless links between nodes, dynamic topology, limited battery power, lack of centralized control and others, the mobile ad hoc networks are more vulnerable to suffer from
the malicious behaviors than the traditional wired networks. The topology of an ad hoc network is defined by the geographical positions and the transmission ranges of the nodes. The Prevention methods like, Firewalls, authentication and cryptography techniques alone are not able to provide the security to these types of networks. Therefore, efficient intrusion detection must be deployed to facilitate the identification and isolation of attacks. In this paper we have discussed an Intrusion detection system for Mobile Ad-hoc Networks using a hybrid approach which consists of local as well as global detection using reactive and proactive protocols.
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