Abstract

In the modern business world, collaborative data mining becomes especially important because of the mutual benefit it brings to the collaborators. During the collaboration, each party of the collaboration needs to share its data with other parties. If the parties don't care about their data privacy, the collaboration can be easily achieved. Privacy concerns parties, each having a private data set, want to jointly conduct association rule mining without disclosing their private data to other parties. This paper deals with how to conduct collaborative data mining, one of the core data mining techniques, on private data. There is no central, trusted party having access to all the data. Instead, a protocol using Homomorphic encryption-techniques, to exchange the data while keeping it private, is used.
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