Abstract

Privacy has become an important issue in the progress of data mining techniques. Many laws are being enacted in various countries to protect the privacy of data. This privacy concern has been addressed by developing data mining techniques under a framework called privacy preserving data mining. Presently there are two main approaches popularly used - data perturbation and secure multiparty computation. In this paper we propose a technique for privacy preserving clustering using Principal component Analysis (PCA) based transformation approach. This method is suitable for clustering horizontally partitioned or centralized data sets. The framework was implemented on synthetic datasets and clustering was done using Self organizing Map (SOM). The accuracy of clustering before and after privacy preserving transformation was estimated.
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