Abstract

Database as an enterprise data information aggregation is a core component its security is essential. The data and the metadata when exposed to the outside world may endanger the security of the DBMS. Therefore securing data and assuring that the database should be accessed by authorized users is necessary. In this study we have understood the architecture of oracle 10g [1] and studied different queries that can be fired to retrieve the facts and details form the system log files and redo log files from the oracle database. A proposed design of a forensic tool that will detect the tamper on the content of the database and analyze when, where and who did the tamper on the database is stated.
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