Abstract

Cryptography is an art to protect secret information from attacks. This idea of information security leads to the evolution of cryptography. In this paper, an idea is proposed in which hill cipher is generated with Elliptic Curve Cryptography to provide better security and proper security coverage. Hill Cipher is harder to break due to its linearity and ECC is smaller key size algorithm which provide fast computations as well as memory, speed, bandwidth. ECC provides secure text based cryptography by generating base points on Elliptic curve over the finite field. It starts with plain text conversion by hill cipher then it is converted into its ASCII value to get points on curve and then perform scalar multiplication to encrypt the data and to generate secret and public key. Hill cipher with ECC improves efficiency of cryptography algorithm, provides better security and a level of complexity so that this technique is harder to break.
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