Abstract

Current authentication practices suffer from many loopholes. To access an online banking facility, a customer with Internet access would need to register with the institution for the service, and set up some password for authentication process. Basically there are two types of password inputs allowed by banking websites these days. The first one is the traditional input in which we enter the password using keyboards and the second one is the virtual input in which the system accepts password using a virtual keyboard available in login pages of all bank websites. Virtual keyboards are considered as additional security steps for accessing online banking websites but this paper will describe how weak this implementation can be and what security measures can be adopted to maintain the confidentiality.
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