Abstract

In this paper the usage of Semantic Web techniques to secure Internet based Mobile Ad-hoc Networks (iMANETs) has been proposed. Ontologies will be used instead of Taxonomies to depict network security issues. These ontologies can be placed in the knowledge base of an Intrusion Detection System (IDS). Using inference over the semantic relations will help Intrusion Detection Systems recognize and add future attacks to its existing knowledge base.
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