Abstract

The advent of mobile and miniature devices in wireless technology gives rise to new paradigm called Mobile Ad-hoc Network (MANET). MANETs are self-maintaining, self-administered dynamic network. MANETs are vulnerabilities in the MANET due to its intrinsic characteristic that make it insecure against various security threats. The black hole attack is forthcoming among them that are launched on AODV protocol. In these attacks, a malicious node disrupts data transmission by sending false routing information containing very high sequence numbers. To deal with these attacks, we proposed an incentive mechanism that protects network against this attack. This mechanism is integrated into route decision making process of the AODV protocol to defend the black-hole attack.
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