In this paper objective is to prevent possible types of routing attacks are wormhole and rushing attack on location- based geocasting and forwarding (LGF) routing protocol in Mobile Ad-hoc Network (MANET). The LGF protocol has proposed to the implemented in real MANET test bed that integration by Global Positioning System (GPS)-free covered location tracking system with Geocast-enhanced Ad-hoc On-Demand Distance Vector (GAODV). In addition wormhole and rushing attack will be generating the prevention techniques in LGF protocol and also find the impact of attacks to overcome the potential solutions. Simulation of LGF protocol and attacks has been work done by GloMoSim-2.03 network simulator.
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