Abstract

A network that consists of several free mobile nodes competent to move in any direction and allied from end to end through wireless links is termed as Mobile Ad hoc Networks (MANETS). MANET is basically the self-configured network supporting various modernistic applications. MANET’s security is important because of wide range of multimedia programs and software running in an infrastructure-less environment, limited power and vibrant topology making it highly susceptible to severe security issues. This paper presents a review of security threats such as dynamic and reflexive attacks, threats such as black hole and wormhole, eavesdropping, spoofing, denial of service, flooding and rushing attack etc. and summarizes the proposed solutions for handling these security liabilities by debating about various routing protocols that deliver security in MANETs.
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