Cloud based “Online Art Gallery” using PaaS with its Security, Privacy, and Compliance Challenges

Abstract

The paper comprises of deploying whole web application and its related services in cloud platform using PaaS, here major concern is to secure the data and maintain the data flow in a streamlined manner. Methodology adopted here is using virtualization technique and utilizing resource developing platform as a service platform and it is used as a service.

Online art gallery is the search engine friendly content management system in which user and admin interact with each other. Here the application is being deployed in Amazon AWS and PaaS used is Appfog which is build of cloud foundry, the open platform as a service and the database used is MySQL.
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