Abstract

Moving into the VANET (Vehicular adhoc network) makes very beneficial for the vehicles to converse with each other and every node (vehicles) present in the VANET through Intelligent Transport System (ITS). In today’s scenario, Security is a big issue in adhoc networks because adhoc are wireless as like VANETS. VANETS are more prone to attacks due to mobility of the vehicles. Privacy, security and authenticity are some of the required application that is essential before the vehicular adhoc networks are deployed. way. So, to counter such problem, this paper proposes a new scheme that makes use of Covert Channels to secure the data from third party which is also a part of that network.
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