Abstract

(MANETs) Mobile Ad-hoc Networks is a group of mobile nodes that are connected dynamically, in which each node acts as a router to all other nodes. Due to the absence of centralized administration and dynamic nature, MANETs are vulnerable to various kinds of attacks from malicious nodes. Several secure routing protocols like AODV, DSR, TSR, and OLSR have been used in MANET for transmission of data. In MANET, we are using trust based QoS aware routing protocol for identifying the malicious nodes in the network. Trust is mandatory in routing for transmission of data securely. Hence trust models, trust computation is implemented in the routing protocols. In this paper, survey of several trusts based and QoS aware routing protocol is performed. In this review paper, the study of different trust based and QoS aware AODV protocols that are using trusted infrastructure and trust models is performed for preventing the attacks and misbehavior from malicious nodes in the network. The performance of trust based routing protocol has been analyzed that helps to work efficiently and can be used in various applications of MANETs for improving the security performance of the network.
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