Abstract

Wireless communication is technology’s one of the promising contributions to mankind. Wireless networks are widely used to transfer sensitive data such as bank details, credit card details, emails etc nowadays. The intrusion detection system for wired network cannot be applied directly for wireless networks. Wireless network does not have specific boundaries since the nodes are moving. Wireless networks are more vulnerable to attacks such as denial of service, spoofing attacks, session hijacking etc. It is easy for the attacker to intrude into the system since no physical connection is needed. This paper deals with the survey of some of the methods used in intrusion detection in wireless network.
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