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Abstract

Wireless communication is used to establish dialog among nodes and correspondence information. Mobile ad-hoc network is a collection of mobile nodes deployed with special purpose. Open nature of communication makes it vulnerable for various security threats. Subsequently, routing protocols are used to establish communication between nodes using route discovery mechanism. This paper gives brief details about security threats and AODV routing protocols along with gray-hole attack to investigate the need of preventive mechanism for better performance.
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