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ABSTRACT
Wireless sensor networks are a collection of small devices known as sensors. These Sensor nodes have some limited resources such as cache, strength, and potential. To design a network every sensor network should be connected to each sensor so that the communication can take place between every node. This communication process consumes lots of energy. So it is necessary to develop a powerful and energy efficient protocol to increase the lifespan of the whole network. These protocols can work as routers and also reliable in multi-hop communication. This paper will give a brief introduction on various routing protocol such as hierarchical, location based and data-centric. It will also give a review on advantage, disadvantages, limitations and strengths.
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1. INTRODUCTION
WSN is now booming itself as a very powerful tool in communication. Earlier, it was used by some big academia and industries only. In sensor networks, energy is a critical resource because network’s whole functioning totally depends on the battery. So there is a need to improve the energy efficiency. This requirement of sensor node network made their architecture and protocol challenging.

A sensor network is a collection of small devices called nodes. The basic component of the network is a sensor which is essential for monitoring physical conditions such as humidity, pressure, motion, sound, temperature etc. These sensor nodes collect data from their surrounding environment. To calculate routes in the network, the network layer is used. There can be multiple paths between source and destination.

2. WSN DESIGN ISSUES
Simplicity, adaptability, energy efficient and scalability are some important characteristics of wireless sensor network. The main challenge in front of WSN is to prolong the lifetime of the network.

The construction of routing protocol in WSNs is influenced by some important parameters as discussed below.

2.1 Node Deployment
Deployment of a node can be either manual or random. In manual deployment, the node can be manually placed and data routed through some selected paths. Whereas in random system nodes are scattered randomly creating an infrastructure in an ad hoc network. In random system distribution of node is non-uniform.

2.2 Network Dynamics
Most applications depend on the immobile sensors so most of the architectures assume this system is made only for the stationary sensing system. But in few applications moving sensor nodes can be more effective than stationary. So Communication through moving node is more challenging in terms of bandwidth and energy.

2.3 Energy Conservation
To elect the better route during communication is totally depends on the energy level of the system. Since the transmission power of a wireless radio is proportional to distance squared or even higher order in the presence of obstacles, multi-hop routing will consume less energy than direct communication.

2.4 Scalability
The device should be made reliable to handle the thousands of targets.

2.5 Hardware Constraints
All devices under the sensor network should consume small power so that the lifetime of the network should be maximized.

2.6 Environment
Sensor networks are mostly useful in a hostile environment so the device should be environmental friendly.

2.7 Transmission media
In WSN transmission media is generally RF or infrared which is mostly affected by fading.

2.8 Routing techniques of WSN
Routing techniques are classified into seven categories. These techniques are divided on the basis of network structure, operation etc but in this paper, only location based protocols and hierarchical protocols are discussed.
3. DESCRIPTION OF LOCATION BASED PROTOCOLS
In this protocol, nodes are known by their location. In this part, only location based protocols made for WSN are discussed.

3.1 Graphical adaptive fidelity (GAF)
This is energy-aware protocol basically designed for MANETs, but also can work for wireless sensor networks because it also has the capability to save the energy. GAF is designed so that it can calculate energy consumption during transmission and reception. GAF has the capability to turn off the unnecessary sensor nodes. In GAF sensor field is divided into grid squares and each node uses its location information.

![Figure 1: State transition diagram of GAF](image)
The diagram shows GAF has three states such as Sleeping, Active, and Discovery.

3.2 Geographic and Energy Aware Routing (GEAR)
It is made to target region in the node field. In GEAR, every node is equipped with local hardware. For instance, a GPS system is used to know the current position. Moreover, every sensor has information of residual energy and about their location.

3.3 Coordination of Power Saving with Routing
This protocol is also made for MANETs, but also helpful in wireless sensor network. This protocol has the capability to turn off the RADIO during idle time. Span does not provide any kind of location information. Span made good coordination between the nodes. So it very easy to transmit packets from source to destination. It uses geographical forwarding protocol to transmit the packet. In SPAN election based on the advertisement send by each node to their neighbors about their status.

3.4 Trajectory –based forwarding (TBF)
TBF needs very complex network and the presence of coordinator system. For example, a GPS, so that sensor can sense the location and distance between the neighbor nodes. Source specifies the trajectory in the packet. The decision of path in TBF is not affected by node mobility. To increase the reliability and the capacity multipath routing is also needed in TBF. This protocol also can be used for functions such as flooding, Discovery, and network management.

3.5 Bounded Voronoi Greedy Forwarding (BVGF)
In this, every sensor has the information of their geographical location. In this approach, a sensor will always send a packet to a neighbor that has smallest Euclidean distance from the destination. In BVGF every sensor has only one next hop to send its packets so every route between source ad sink will always have the same chain of next hop.

3.6 Minimum energy communication network (MECN)
It is location based protocol. Sensors are deployed randomly. MECN is self-configurable protocol. MECN uses minimum power topology. This approach considers minimum power path from sensor to sink. Every node sends a message to its neighbor about its cost. Where the cost of a node is minimum power required to select the path. MECN is also a fault-tolerant protocol.

3.7 Small minimum energy communication network (SMECN)
This protocol is an improvement of MECN, in which a minimal graph is characterized with regard to the minimum energy property. This property implies that for any pair of sensors in a graph associated with a network, there is a minimum energy-efficient path between them.

In SMECN each node computes its neighbor by advertising a message with help of initial power. This neighbor has computed analytically.

4. DESCRIPTION OF VARIOUS HIERARCHICAL ROUTING PROTOCOLS

4.1 PEGASIS
PEGASIS stands for Power-Efficient Gathering in Sensor Information Systems. This protocol is optimization of LEACH protocol. The idea behind this protocol is to make a chain of sensor nodes so that every 111 nodes can receive information from the transmitter and directly connected with neighbors. Gathered data move from the first node to last node. When one node dies in this chain then the chain will be reconstructed. PEGASIS collects data from round to round.

Features of PEGASIS
1. PEGASIS do not use cluster formation because greedy approach made it more feasible.
2. The distance between the neighboring nodes is very small as compared to cluster head node.
3. PEGASIS added excessive delay for a distant node on the chain.

4.2 Threshold Sensitive Energy Efficient Sensor Network Protocol (TEEN)
This is a hierarchical clustering protocol, all sensor nodes are grouped into a single cluster. A sensor node controls the whole network is known as a cluster head. Every node sends its data to the cluster head. Teen uses data-centric approach. It is very useful where data accuracy is required. However TEEN is not useful for sensing applications where the periodic report is needed.

It is an updated protocol of TEEN to reduce shortcomings and time critical events. It is hybrid clustering based protocol. Architecture of both APTEEN and TEEN is same. APTEEN sense data periodically which means it reacts on sudden change in sensed value.
APTEEN works on three different types of queries such as:

1) Persistent query, to sense an event in a given period of time.
2) One time query, it clicks a photograph or snapshot of the network.
3) Historical query, to verify or to analyze past data.

Advantages of APTEEN
1) Energy consumption is less.
2) Ensures that large number of sensing node will be in working condition.
3) According to the demonstrations it has been concluded that the energy dissipation of APTEEN is between LEACH and TEEN.

Disadvantages of APTEEN
1) Cluster formation is complex.
2) Implementing threshold based function.

4.4 Low Energy Adaptive Clustering Hierarchy (LEACH)
To distribute the whole load of network evenly LEACH uses randomized rotation. All nodes are connected with a cluster head and each node sends data to the cluster head. After data aggregation, CH sends this data to base station. There are three main features of LEACH such as:-

1) Control of cluster set-up.
2) Randomized rotation of CH.
3) Compression to reduce global data.

Load on the CH is more so it is important to give powerful resources to CH. The main function of CH is to collect data from all sub-nodes and then compress data with help of some compression algorithms and send compressed data to the BS. Compression is done to save the energy. Here data collection is centralized and periodic. When stable sensing is required this protocol is proved itself as the best protocol.

In set-up phase, set-up of the cluster is done and CH selected by the members of the cluster. In second phase actual data is transferred to the BS. Set-up phase takes less time than the steady state phase. During the setup phase, a sensor node selects a random number between 0 and 1. If this selected value is less than the threshold value \( T(n) \), the node becomes CH for the current round. The threshold value is decided by the equation written below.

\[
T(n) = \begin{cases} 
    p & \text{if } n \in G \\
    1 - p * r \mod \left(\frac{1}{p}\right) & \text{otherwise} 
\end{cases}
\]

Where
- \( T(n) \) – Threshold value
- \( r \) - Current round
- \( p \) - Predetermined fraction of node

4.5 Adaptive LEACH (A-LEACH)
According to this protocol, cluster head consumes lots of energy to compare other nodes in the network. It is clustering based protocol. Adaptive LEACH proposed a new algorithm to select the cluster head. This protocol added some new parameter in threshold equation of LEACH. These parameters are the general probability \( Gp \) and current status probability \( CSp \).

\[
T(n) = C_p | CS_p - \frac{k}{(N - k(r \mod N))^k \frac{K}{N}} + \frac{E_{Current}}{E_{n-max}}
\]

Where
- \( K \) – Expected number of cluster head in a round
- \( N \) – Total number of nodes in the network
- \( r \) – Current round

4.6 Hybrid Energy Efficient Distributed clustering (HEED)
HEED is modified protocol of LEACH by using residual energy in a multi-hop network. HEED uses adaptive power communication. This protocol has four aims such as:-

1) With help of distributed energy consumption to increase the network lifetime.
2) In fixed number of irritations terminate the clustering process.
3) To reduce control and overhead.
4) Select well-distributed cluster head.

In HEED, CH is selected periodically based on two parameters. The first parameter is residual energy and the second parameter is intra-cluster communication cost. HEED have better energy efficiency than LEACH because to select
CH in LEACH random process is used. These parameters are sufficient to improve the network lifetime in HEED.

5. CONCLUSION AND FUTURE RESEARCH

One of main challenge in front of WSN is to design energy efficient network. Most of the energy is consumed in transmission and reception. So it is necessary to design a protocol that can prolong the lifetime of the whole network.

In this paper, various routing protocols depend on their capabilities and parameters have been reviewed. This will give an opportunity for researchers to do some improvements in the basic protocols so that a suitable and energy efficient protocol can be designed.
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