Abstract

Cloud computing has shaped the conceptual and infrastructural basis for tomorrow’s computing. The world-computing infrastructure is quickly moving towards cloud-based design. Whereas it’s important to require benefits of cloud based computing by suggests that of deploying it in varied sectors, the security aspects during a cloud based computing environment remains at the core of interest. Cloud based services and service providers are being evolved, that has resulted in a new business trend supported Cloud Technology. With the introduction of various cloud based services and Geographically distributed cloud service providers, Store sensitive data usually in remote servers with the chances of being exposed to unauthorized parties. If security isn't robust and consistent, benefits that cloud computing have to provide will have little believability. This paper presents an approach, which is based on modified blowfish algorithm and SHA algorithm for the security purpose on the cloud environment.
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