Abstract

With the rapid advancements in the mobile, Internet and wireless technologies, the computing environment is seamlessly getting integrated into the physical world and being connected to the Internet leading to Internet of Things (IoT). In this environment, heterogeneous devices can communicate with one another, leading to innovative applications in healthcare. Malware in IoT environment possesses a great challenge due to interconnected and interoperated systems. Traditional signature based anti-malware solutions will not suffice to healthcare based IoT devices. The paper presents a novel approach of using whitelisting in IoT-based healthcare medical devices and illustrate the performance improvements over traditional solutions.
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