Abstract

Security is the most important issue from last few decades. Cryptography plays an important role in security. Encryption and Decryption came as a solution against security threats. There are so many proposed algorithms by researchers like AES, DES, RSA and many more but they are lacking somewhere in terms of security. Therefore cryptography demands such encryption and decryption algorithms which are real hard to crack. In this paper, an algorithm has been proposed based on ASCII values and binary operations for both encryption and decryption to enhance the security so that the attackers might not easily crack the logic to reach the original message sent via network.
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