Abstract

The biggest danger to the world of cyber from the past twenty years is botnet which is also responsible for the cases of cyber-crimes lately. A botnet is the network of destructive computers or devices which are managed by the botmaster and the victims are not aware of it. The botnets are generally used by spammers for stealing of data from users of internet worldwide. This paper is an analysis about the existences of the botnet and its management. The world has not got sufficient data and a convincing procedure for detecting a botnet. The hazard of Botnet is not strange to anyone as they are existing from a long time, there is a lot of research that need to be done to put a check on them. Nowadays the things are adding on to check the botnet in the server. A lot of research work has been done on botnet detection ways. However researchers have advised ways that are distant from each other on botnets.

References

Botnet and Botnet Detection Techniques


Index Terms

Computer Science Security

Keywords

Bot agents, honeynets, botmaster, threat, command and control server (C&C)