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ABSTRACT  
Over the last few years, growth of internet and technology of 

media, the protection of copyright have become very vital. 

To look after multimedia data against illegal copying and 

transferring, the inclusion of a signal (digital signature, 

watermark) has become a duty without alter the quality of 

the original image, the objective of this operation is to 

identify the holder and care for his intellectual property. 

Digital watermarking has been projected as a solution to 

solving the copyright difficulty by introducing 

indistinguishable data (watermark) into original image. In 

this paper, we propose a study of digital images 

watermarking. This study is accomplish by put in watermark 

in different coefficients of DWT (LH, HL, HH) using dct 

with db1 wavelets family transform by searching the optimal 

block that have the maximum entropy which can be used to 

insert the watermark in original image. The experimental 

results show the different results of PSNR, NCC and IF for 

each coefficient of DWT and the robustness against most 

attacks. 
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1. INTRODUCTION 
Watermarking is a technique used to hide data or identifying 

information within digital multimedia. Our symposium will 

spotlight above all on the watermarking of digital images, 

though digital video, audio, and entry permit are also 

routinely watermarked. Digital watermarking is attractive 

popular, particularly for adding undetectable identifying 

marks, such as author or copyright information. The digital 

watermarking procedure embeds a signal into the media 

without appreciably degrading its visual quality. Digital 

watermarking is a procedure to embed some information 

called watermark into different kinds of media called Cover 

Work. Digital watermarking is used to hide the information 

inside a signal, which cannot be easily extracted by the third 

party. Its widely used application is copyright protection of 

digital information. It is diverse from the encryption in the 

sense that it allows the user to access, view and interpret the 

signal but protect the possession of the content. Digital 

watermarking involves embedding a structure in a host signal 

to “mark” its ownership. Digital watermarks are inside the 

information so that ownership of the information cannot be 

claimed by third party. While some watermarks are visible, 

most watermarks are invisible. 

 

Figure 1: Watermarking Process 

2. APPLICATIONS OF 

WATERMARING 
Following are the different watermarking applications used 

in real life areas [18]: 

 Copyright protection, it is most likely one of the most 

commonly used of watermarking application today. 

Information of copyright owner is embedded in original 

host image in order to maintain from allege ownership 

of content. 

 Fingerprinting, the fingerprint embeds the appropriate 

information about permissible recipient in the digital 

content. This involves embedding distinct watermarks 

into each of the image and permits the owner to monitor 

and locate pirated content which is illegally obtained. 

 Prevention of unauthorized copying is achieved by 

embedding the significant information about how 

frequently an image is likely to be legally copied. An 

mocking example where the management of a 

watermark might have avoided the wholesale 

housebreak of an image is in the Lena image that has 

been utilized without the permission of original owner. 

 Image authentication, in an image authentication 

application the intention is to detect modifications to the 

data. The individuality of the image, such as its edges, 

are embedded and compared with the current images for 

differences. 
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3. WAVELET APPLICATIONS 
Wavelets can be used in different areas or with different 

application. 

 Detecting Discontinuities and Breakdown Points (I 

and II) 

 Detecting Long-Term Evolution 

 Detecting Self-Similarity 

 Identifying Pure Frequencies 

 Suppressing Signals 

 De-Noising Signals 

 Compressing Signals 

The projected algorithm is executed for each of the below 

wavelets. wavemngr('read',1) 

ans = 

===================================          

Haar  haar 

===================================          

Daubechies  db 

------------------------------               

db1 db2 db3 db4  

db5 db6 db7 db8  

db9 db10 db**  

===================================          

Symlets  sym 

------------------------------               

sym2 sym3 sym4 sym5  

sym6 sym7 sym8 sym**  

===================================          

Coiflets  coif                     

------------------------------               

coif1 coif2 coif3 coif4  

coif5  

===================================          

BiorSplines  bior 

------------------------------               

bior1.1 bior1.3 bior1.5 bior2.2  

bior2.4 bior2.6 bior2.8 bior3.1  

bior3.3 bior3.5 bior3.7 bior3.9  

bior4.4 bior5.5 bior6.8  

===================================          

ReverseBior  rbio 

------------------------------               

rbio1.1 rbio1.3 rbio1.5 rbio2.2  

rbio2.4 rbio2.6 rbio2.8 rbio3.1  

rbio3.3 rbio3.5 rbio3.7 rbio3.9  

rbio4.4 rbio5.5 rbio6.8  

===================================          

Meyer               meyr 

===================================          

DMeyer  dmey 

===================================          

Gaussian            gaus 

------------------------------               

gaus1 gaus2 gaus3 gaus4  

gaus5 gaus6 gaus7 gaus8  

gaus**  

===================================          

Mexican_hat  mexh 

===================================          

Morlet  morl 

===================================          

Complex Gaussian    cgau 

cgau1 cgau2 cgau3 cgau4  

cgau5 cgau**  

4. WORKFLOW/WATERMARK 

ALGORITHM 
The proposed technique had been experimented to measure 

the performance of system by comparing the result of  

PSNR, NCC and IF of the system using sandwich template 

with the hel of transformation in frequency domain. 

 

Figure2: Flow chart with dwt 
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Figure 3: flow chart with dct 

5. QUALITY PARAMETER 

PEAK SIGNAL TO NOISE RATIO 

(PSNR) 
Notice that, there is no difference between the original and 

watermarked images in the first and second LSB by using 

our naked eyes. No distortion occurs for these watermarked 

images. We found some distortion when we embed the 

watermark text in the third and fourth LSB and also when we 

combined them. We got the result after we calculated the 

Peak signal-to-noise ratio (PSNR). 

5.1 Normalized Cross-Correlation (NCC)  
Normalized cross correlation is the simplest but effective 

method as a similarity measure, which is invariant to linear 

brightness and contrast variations. Its easy hardware 

functioning makes it useful for real-time applications. Or 

normalized cross correlation is a determine of resemblance 

of two waveforms as a function of the time lag applied to one 

of them. The cross correlation is similar in nature to the 

convolution of two functions. 

6. IMAGE FIDELITY (IF) 
Image fidelity is a measure of the accuracy of the 

reconstructed sky brightness distribution. A related metric, 

dynamic range, is a measure of the degree to which imaging 

artifacts around strong sources are suppressed, which in turn 

implies a higher fidelity of the on-source reconstruction 

Input Test Image: 

Using above proposed algorithms designed a tool in 

MATLAB and run on MATLAB command, with different 

test image which is shown in below figure 4. 

   

 

Figure 4: input test Image 

7. RESULT 
In order to evaluate the performance of the proposed method 

with three input image experiments were performed. In the 

sets of experiments the performance of the proposed 

algorithms were recorded with respect to mse , psnr and bit 

per pixel (bit rate) with same threshold . In below screen shot 

of matlab command window results (value of PSNR. NCC, 

IF) are shown. 

 

Figure 5: Watermark Image with Test1 image 

 

Figure 6: Value of NCC with Test1 image 
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Figure 7: Value of PSNR with Test1 image 

 

Figure 8: Watermark Image with Test2 image 

 

Figure 9: Value of PSNR with Test2  image 

 

Figure 10: Value of NCC with Test2 image 

 

Figure 11: Watermark Image with Test3 image 

 

Figure 12: Value of PSNR with Test1 image 
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Figure 13: Value of NCC with Test1 image 

The proposed algorithm combines the properties of DWT 

and DCT techniques to increase the robustness and capacity 

of the algorithm by selecting specifics blocks which have the 

maximum entropy value. Result in tabular form for the 

procedure for embedding the watermark is given below. 

Table 1: dwt with db1 with Test1 Image 

 Dct Dwt Dct+dwt Proposed Method 

PSNR 15.9689 44.7370 47.6992 50.1755 

NCC 0.0023 0.0040 0.0039 0.0038 

IF -0.1133 -5.024x10-5 -2.5401x10-

5 
-1.4362x10-5 

 

Table 2: dwt with db1 with Test2 Image 

 Dct Dwt Dct+dwt Proposed 

Method 

PSNR 10.5647 39.2707 42.2674 44.3327 

NCC 0.0022 0.0040 0.0040 0.0038 

IF -0.2395 -3.2257x10-4 -1.6179x10-4 -10056.x10-4 

 

Table 3: dwt with db1 with Test3 Image 

 Dct Dwt Dct+dwt Proposed 

Method 

PSNR 15.4586 44.1344 47.1650 49.5784 

NCC 0.0024 0.0037 0.0034 0.0029 

IF -0.4134 -1.1925x10-5 -5.9349x10-5 -3.4046x10-5 

 

8. CONCLUSION 
Experiments and results were demonstrated in this paper.  In 

this article, we have presented a highly robust watermarking 

algorithm, in which the DCT  is introduced into the hybrid 

watermarking technique by combining with DWT and DCT. 

To make a good use of the watermarking technique reduce 

the influence of watermark embedding, From the study and 

analysis of Table 1,2 and 3 after applying Test Images  of 

database, came to conclusion that PSNR in proposed method 

is more accurate or approach to good values approx 50. 

Experimental comparisons suggest that the proposed scheme 

has little perceptible effect on the original image, and it 

exhibits better robustness against typical signal processing 

attacks than other algorithms. In the future work, we will 

address this issue and apply the proposed method to video. 
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