Abstract

In this paper a review of cloud-based intrusion detection system was provided. The review gives a detailed taxonomy of the existing approaches adopted by researchers in cloud intrusion detection system. The components of the taxonomy are the detection domain, detection technique, strategy for creating normal profile the architectural structure adopted by the intrusion detection system and the detection time. Based on the review open problems and research direction in cloud intrusion detection was provided.
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