Abstract

The entire paper will be considered to be a basic guideline for identifying and maintaining the vulnerability that are associated with Smart Grid technology. This paper will be mainly focusing on cyber attacks however arrangement of other types of disruption can also be experienced by Smart Grid technology. The core components like the grid assets and their classification will be discussed throughout the paper. Besides this the types of cyber attacks will also be classified on the basis of protocols and components that are implemented in smart grid. Along with this the basic attack prevention frameworks will be proposed in this technical writing. For better understanding of the paper tables, figures and equation will be provided here.
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