Abstract

Securing the massive amount of data is one of the greatest challenges and it is equally important to ensure data privacy. When the data transmitted from one computer to another, the probability of accessing the data by un-authorized user becomes high. This paper proposes a solution to enhance the security of data, using both cryptography and steganography. The key focus of this paper is to provide confidentiality of data and authentication of user. Confidentiality is achieved using RSA, a Public-key cryptography algorithm, whereas for Steganography, S-tool is used in this research work.
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