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ABSTRACT 
This research analyse the static security of the electrical power 

system according to the security constraints after the transient 

state of the N-2 Contingency, i.e., two components outage 

together.  Active power performance index (PIP) has had the 

greatest share of attention because of overloading some 

branches which led to cascading outages which led to 

isolating of some loads. Several techniques have been taken to 

reduce this deterioration and mitigate the transmission system 

from the consequences of it such as using a HVDC Link 

instead of a HVAC Link, addition of a line parallel to the line 

that suffers from overload and small local generation stations  

to ensure security. The IEEE 14 Bus system was selected as a 

model for study and representation in MATLAB. 

Keywords 
Static security analysis, Contingency, Double branch outage, 

Active power performance index. 

1. INTRODUCTION 
Power system security  is as an important aspect in planning, 

design and operation stages, where the main goal preserving 

the state of a secure power system exists in  assuring the 

ability to deliver all the connected loads at different conditions 

even at worst conditions at which the system may suffer from 

them, as far as possible, without violating any operational 

constraints which may lead to shed the service to the 

load/loads by withstanding these disturbances [1,2]. 

Maintaining power system in secure state is a basic 

requirement in the operation plus planning and control of a 

power system because the power systems may  being operated 

under highly stressed operating conditions which refer to 

harmful contingency [3,4], like: Increasing of demand which 

may lead to congestion of grid and then a cascading collapse 

leading to a major blackout[5], or forcing to a single branch 

outages where some of these  single outages are   harmful    

[6,7], and bad operation of protection or control systems or 

human errors or vandalism or severe weather conditions or 

natural disasters, missing/ uncertain/lack informations [8].This 

paper is focused on steady state security at off line, because it 

is interested in what happened at post contingency to 

distinguish between the secure state and the insecure state. 

2. THERMAL SECURITY 

CONSTRAINT 
The  thermal security constraint(SC) or security operational 

limits which refer to normal (secure) operation of the power 

system  is necessary  to recognize the operation state of the  

power system, if normal  or not. The strategy of static security 

assessment dealt with the evaluation  of the power system 

status for various probable contingencies and the results are 

compared with system constraints for different post 

contingency scenarios, the system operating state is labeled as 

secure, if SC is satisfied for a given operating condition under 

contingencies. 

While if the operation limit of SC is violated for any post-

contingency scenario, the system operating state is classified 

as insecure   [9,10].   

In order to operate the system within an acceptable security 

domain, the basic security constraints, two algebraic sets of  

equations are comprise of equality and inequality constraints 

run power system operation [11,12].  

The inequality constraints (I) define a   permissible levels  

limitations within rated values which some system variables 

must not exceed it . The inequality constraints (I) include bus 

voltage magnitudes  (bus voltage security limits)  and  thermal 

limits of transmission lines and transformers   (line power 

flow security limits) [13,14].      

In details, the thermal limit of transmission lines represented 

by line flow security limit: 

itlimmkmk PP  
(1) 

 k-m: represents the active power flow at branch k-m;  

 k-m-limit: represents the thermal limit for active power flow at 

branch k-m.  

The violations of thermal limits of branches is the main 

concern for static security analysis [15]. 

3. ACTIVE POWER PERFORMANCE 

INDEX (PIP)  
The contingency ranking is done in the descending order 

according to value of  PIP to discriminate  and measure the 

degree of line over loads  and then  critical contingencies 

which having PIP values greater than “1”, to give planners, 

operators a very quickly list of “worst case” contingencies. 

Computation of  PIP it is required to check the active power 

limits of all branches in the power system against their 

respective limits for each outage tested. The  PIP will be less 

than 1 if active power flow is within permissible thermal limit, 

and it will be large than 1 if any branch is overloaded [16,17]. 

maxij
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P

P
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 (2) 

Where,  

Pi  : active power flow in line i,  

Pi
max : maximum active power flow (thermal limit) in line i 

/the MW capacity of line i. 
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Figure (1) show the processes of contingency definition, 

ranking and selecting contingency 

.

 

Fig 1 Flow chart for contingency selection 

4. RESULTS OF DOUBLE BRANCH 

OUTAGE CONTINGENCY 
Is the second axis of the study of the analysis of the static 

security of the system under test, where this axis deals with 

the hypothesis of the outage of two branches randomly at 

same time  to identify the worst case double outage 

contingency and then to propose appropriate treatment, as 

shown in figure (2) as a sample of double branches outage 

contingency. The contingency definition process included 190 

cases, but the worst cases were only 13 cases which lead to 

the heavy loading of branches and perhaps the interruption of 

power supply on some loads, hence, islanding it from the 

system and lose the security of the system as shown in the 

following two tables.  

 

Table 1:  The worst double branch outage contingency and their consequences according to  heavy loaded branches. 

Number Branch 

outage 

With branch outage Heavy loaded 

branch 

Percentage of heavy 

loading% 

Vmin 

1 6-11 7-9 13-14 115.6 0.9332 

2 6-12 6-13 9-14 163.1 0.865 

3 6-13 7-9 10-11 104.6 0.9417 

4 6-13 9-14 6-12&12-13 116.4 ,135.2 respectively 0.8935 

5 6-13 12-13 9-14 141.6 0.9112 

6 7-9 4-9 10-11&13-14 143.9&113.9 respectively 0.9179 

7 7-9 10-11 13-14 108.7 Normal 

8 7-9 13-14 10-11 122 Normal 
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Table 2:  The worst double branch outage contingency and their consequences according to  islanding of bus load. 

Number Branch outage With branch outage Islanding bus load 

1 6-11 9-10 10 &11 

2 6-11 10-11 11 

3 6-12 12-13 12 

4 9-10 10-11 10 

5 9-14 13-14 14 

 

 

Fig 2: Simulation of outage line 6-11 with line 7-9. 

As shown from table (1), the critical lines which suffer from 

heavy loaded at worst double outage contingency are 6-12, 9-

10, 9-14, 10-11, 12-13 and 13-14. To treat the problem of 

heavy loaded for critical lines and give the system  the ability 

to withstand the worst possible double branches outage if 

happened in the future, there are  some suggestions to do that 

,as below:  

4.1 Adding Series Capacitance To Critical 

Lines  
The above mentioned critical lines are treated by adding a 

series capacitor with 40% of its inductive reactance value, and 

the improvement of performance of the tested system at worst 

double contingency, is shown in figure (3). 
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Fig 3: Series compensation for critical lines at worst probable double branches outage contingency. 

It is clear from above that line13-14 (B20) and line 9-14 (B17) 

are still suffer from heavy loading at 6-11 with 7-9 and 6-12 

with 6-13 outages respectively. 

 

4.2 Replacing AC T.L. by HVDC T.L. 
So the second suggestion for each of these two lines is 

replacing the ac line by dc line to robust the tested system at 

these worst situations. The results for this improvement is 

shown in the below figure. 

 

 

Fig 4:  Percentage heavy loading of critical lines when replacing AC Link by HVDC Link at worst probable double branches 

outage contingency. 

It is clear from above figure, the treatment is successful and 

efficient. 

In spite of this progress in treatment the worst cases at double 

branch outage but danger of another cases which is noticed in 

table (2) are still unsolved. 
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However, there are another solutions to overcome these worst 

cases and maintain the ability of the system to withstand these 

worst disturbances, as shown below. 

4.3 Adding a Parallel Line 

As from table (2) there are five cases at which outage of two 

branch result islanding some loads from the system. There are 

two branches if outage at this type of contingency have more 

probability for isolating the bus loads. These branches are B11 

(6-11) and B12 (6-12). The solution is adding a parallel line 

with each of mentioned branch as shown in below figure. 

 

Fig 5: Adding a parallel line to B11 and B12 to prevent isolating some load buses. 

Three cases is treated, but there are two unsolved problems, as 

shown in below table: 

Table 3: Unsolved worst cases. 

Unsolved problem Branch outage With branch outage Islanding bus load 

1 9-10 10-11 10 

2 9-14 13-14 14 

 

The treatment for last unsolved is investigated by connect a 

local generation station such as gas turbine station at both of 

load bus 10, load bus 12 and load bus 14, as shown in figure6. 

 
Fig 6: Connect a local generation station at critical load bus(10,12 and14). 

5. CONCLUSION 
The static security analysis of IEEE 14bus was dependent on 

some performance indices to assess the security. These indices 

gave a good indication on the security state for different types 

of contingencies. Contingency analysis is an efficient in 

probable contingencies definition, selecting the worst cases 

and evaluating the security state. Maintain the secure 

operation of the power system at insecure state by identifying 
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the most severe contingency and its consequences, which refer 

to (N-2-1 Security) where the worst cases are chosen 

according to value of the PIP to determine the state of the 

system,  secure or not for outage of double branch. PIP has had 

the greatest share of attention because of the consequences 

that  may being resulted from the outage of two branches, 

which led to exceeding the permissible limits of the thermal 

limit through some branches.   

Critical lines have been identified, which result in isolating 

some loads.  

Series compensation, additive a parallel line  to a weaker line 

and replacing an AC Link by a DC Link are used to overcome 

the impact of deterioration resulting from severe 

contingencies when they occur.  

The conclusions are summarized, as following: 

1- For double outage contingency, HVDC link is more 

efficient than series compensation in some worst 

cases. 

2- For double outage contingency, connect a parallel 

line to a critical line to prevent the disconnecting of 

load/loads. 

3-  For double outage contingency, in some worst 

cases the above techniques are incapable to prevent 

islanding a load/some loads, hence, according to this 

failure, the suitable location of a local generation 

station/stations is/are determined. 
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