A Light Weight Cryptography (LWC) for Small Scale Data in IoT Devices

International Journal of Computer Applications
Foundation of Computer Science (FCS), NY, USA

Volume 182
Number 49

Year of Publication: 2019

Authors:
Jahidul Arafat, Md. Abdul Malek Chowdury, Tazkia Binty Faruque

10.5120/ijca2019918758

Abstract

In the digital world, which is currently evolving and changing at such a rapid pace, the security of information has become increasingly more important. To preserve the secrecy of the information, cryptography has specific roles to protect files from unauthorized access. In this paper, a new robust and lightweight cryptography algorithm named as LWC to increase security at a cheaper cost in the Symmetric-key producing algorithm. This algorithm ensures data stability, integration and privacy for those data files which are in size around 1 K.B to 512 K.B. Considering the lower time and power consumptions and the hardware capabilities of IoT devices, this solution provides a cheap and effective alternative for them.
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