The biological research in the field of information technology paves the exploitation of storing capabilities, parallelism and also in conservative cryptography which enhances the security features for data transmission. DNA is the gene information which encodes information of all living beings. Though the DNA computing has its application in the field of huge
information storage, massive parallel processing, low energy consumption which have been
proposed and proved by the researchers and soon the molecular computer can replace the
existing silicon computer and it exploits the world smallest computer. The combination of DNA
molecules can be interpreted as a result to give a solution to a specific problem. The DNA
strands can be replicated 500 times per second with greater accuracy. It can also be used in the
field of cryptography based upon the vast parallelism which is used to break the existing
cryptographic approach. This paper analysis an existing approach to the DNA computing
method and DNA based cryptographic approach which provides the clear idea and limitations of
existing research works.
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