Abstract

DNA cryptography is an emerging field of DNA computing research in information security world. Still this field is in theoretical stage and not in active practice. To overcome this lacuna the present study proposed a fast and secured hybrid algorithm using DES (Data Encryption Standard) with biological concept CDMB (Central Dogma of Molecular biology) developed and implemented in high level programming language. This edifice has enabled to do computations digitally and gave the high level of security, effectiveness and applicability.
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