The Internet and various other forms of electronic communication is such an essential thing to move up with this periodic global world and indulging security is another gradient to climb defeating those black hats. One essential aspect for secure communications is that of cryptography. In previous approaches RSA and ECC algorithms plays a vital role however both algorithms are lacking of mathematical problems monotonously. In our proposed approach a novel protocol called Shared Key Management (SKM) is employed. In this approach McElieec algorithm is embedded with Dispense Key designed for key generation and for the key distribution. This scheme is highly scalable with respect to memory moreover number of keys are drastically reduced. Experimental results are being encountered that our proposed approach increases its efficiency in terms of memory and execution time for performing both encryption and decryption. As a result this algorithm is providing a high-performance platform to execute key generation, key distribution encryption and decryption scenarios.
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