Abstract

The role of Cryptography in today's digital world is significant. It secures information mathematically by mangling message with key. The privacy of intended sender and receiver information is protected from eavesdropper. The objective of the paper is playfair cipher. The existing methods of playfair cipher are studied. The restrictions of earlier works a playfair cipher using 5X5 matrix, 7X4 matrix and 6X6 matrix are overcome in the proposed work. The proposed method plays a 16X16 matrix giving strength to playfair cipher. The proposed work is an enhancement to the existing algorithms that uses 16X16 matrix to pick cipher characters. It makes use of alphabets both lower and uppercase characters, number and special characters for constructing the contents of the matrix.
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