Abstract

Mobile agents are software which moves autonomously through a computer network with aim to perform some computation or gather information on behalf of its creator or an application. In the last several years, mobile agents have proved their numerous applications including e-commerce, telecommunication systems, information management, on-line auctions or service brokering. In most applications, the security of mobile agents is a burning issue. Indeed, the agent is vulnerable while it is executing on the host’s execution platform. Its owner therefore requires some guarantees concerning the protection of the agent against malicious host threats. Thus, the mobile agent has to protect itself from any act aiming at the deterioration, the destruction or the handling of its code, its state or its data. So, mobile agents must be prepared to execute on different hosts with various environmental security conditions. There are plenty of techniques to protect mobile code. This paper presents a survey of existing techniques for achieving a self-protected mobile agent.
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