Abstract

Wireless Sensor Networks (WSNs) consist of a large number of sensor nodes that are batteries powered, equipped with limited memory and computational capabilities. These constrained devices face many security threats and thus there is a need of some cryptographic mechanism for secure communication. Key distribution is of critical importance to provide security in WSNs. Till now a number of key distribution schemes are proposed in the literature but there are very few schemes considering mobility of sensor nodes. In this paper we have proposed a modification to the key management scheme supporting node mobility in heterogeneous sensor network. Our modification uses Hash collision keys to improve the network resilience and connectivity between the nodes. We have evaluated our scheme analytically and obtained results show that our proposed solution assures better network connectivity and resilience while increasing an insignificant computational overhead.
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