Abstract

This paper proposes an identity management system model which will ensure secure storage and retrieval of the IDs information in the scalable identity database. The proposed model uses the distributed database technology for information storage and retrieval to make the system more reliable. The IDs information storage is secured by using cryptography mechanism of data conversion in the identity database. Authenticated link by internet service providers is used for secure communication of the user information between the authenticated service agencies/ user service providers and the Identity server. For retrieval of the user sensitive information, this paper proposes an access method based on request and authorization of the service provider.
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