Abstract

Everyone has secrets and some have more than others. Each and every one wanted to have their data and information to be more secure and confidential. There are many ways to maintain the data and information to be safe. The main objective of this paper is to be maintained the file or data to be secure. In this paper, proposed design has developed for controlling full security in computer system through networks. i.e., the proposed design developed to access BIOS password through client server technology with network.
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