Pass No-Pass Graphical Authentication Service

Abstract

This document proposes the use of a new graphical authentication service to be used for Cloud based security. Graphical Authentication systems are not prone to key-loggers, brute-force, dictionary attacks and thus they are much secure than traditional textual authentication service, thus making a graphical authentication service would provide a good security for our data sitting on cloud, against various hacking techniques. Introduction to No-Pass click points provides an intrusion detection system where we use No-Pass to lock down system and thus prevent any kind of illegitimate access to the data sitting on system.
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