Abstract

Nowadays security becomes an important issue of communication and storage of images. One of the method used to ensure the high security of images is encryption. Images are used in many fields such as biometric authentication, medical science, military; they are stored or transferred through the network and the security of such image data is important. Due to some intrinsic features of the images, such as bulk data capacity and high correlation among pixels
the earlier encryption techniques such as AES, DES, RSA, etc are not suitable for practical applications. The latest trend in encryption is chaos based. It has many unique characteristics such as the sensitive dependence on initial conditions, nonperiodicity, nonconvergence, and control parameters. In this paper survey of different chaos-based image encryption techniques has been discussed.
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