Abstract

Cloud computing is an amazing technology above all other types of computing. Cloud computing implies sharing of computing resources rather than having local servers or personal individual devices to handle the applications. The goal of cloud computing is to increase the speed of computations per second by applying traditional supercomputing, or high-performance computing power. It is used in consumer-oriented applications such as recruitments, smart staffing and medical image retrieval etc. The cloud computing however, has some problems associated with it. Among them security and privacy are the main concerns. This paper focus on both security and privacy issues of cloud computing. In this paper we have proposed to use
Rijndael algorithm for encryption of data on the fly to provide data security in cloud. We have also proposed to make use of digital signature to ensure privacy and authentication of client's data.
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