Abstract

Most cloud services require users to share personal data like electronic health records for analysis of data or mining, bringing privacy concerns. In many cloud applications at present the scale of data increases in accordance with Big Data, thereby making it a complicated to commonly used software tools to handle and process a large-scale data within a tolerable elapsed time. It is challenging for previous anonymization approaches to achieve privacy preservation on large scale data sets due to insufficiency. The proposed a scalable two-phase top-down specialization (TDS) approach uses MapReduce architecture on cloud to anonymized large scale datasets finally deliberately design a group of innovative MapReduce
jobs to particularly accomplish specialization computation in a highly scalable way. So the
ability of TDS and efficiency of TDS can be significantly improved over existing approaches.
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