Abstract

Wireless Mesh Networks (WMNs) are multi-hop and multiradio network in which each node communicates with each other to increase the performance of network and are new emerging wireless technology, potential for strengthening internet deployment and access. However, security is the main challenge in WMNs. A well-performed security framework for WMNs will require to network survivability and strongly support the network growth. In this paper, we propose a secure, lightweight public key (two way authentication and Access Control based on Elliptic curve cryptography) based security scheme WMNs is to guarantee well-performed key management services and protection from unauthorized access. It is more scalable and
requires less memory compared to symmetric keybased schemes. Furthermore, it is much more lightweight than other public key-based schemes such as RSA-based protocols have significant problems in terms of the bandwidth and storage requirements. Currently, the RSA algorithm requires that the key length be at least 1024 bits for long term security, however, it seems that 160 bits are sufficient for elliptic curve cryptographic functions.
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