Abstract

Today's large demand of internet applications requires data to be transmitted in a more secure way. The transmission of data in public communication system is not secure because of
been used throughout history. Audio steganography is the scheme of hiding the existence of secret information by suppressing it into another medium such as audio file. The first input is an audio/video files whose audio/video samples, which are used to suppress the hidden data. Whereas, the second input is a grammatically interception and improper manipulation by attacker. So the best solution for this problem is Steganography. Steganography is an effective method of hiding data that has correct text. Then it encodes the location of the random audio samples in the audio file. The proposed technique of modified F5 algorithm provides a secure way for data transmission that it is difficult for unauthorized user to detect the presence of and recover the secret data. It will also help in the transfer of the information from one machine to another machine.
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