Abstract

The Web Hacking Database, for short, is a Web Application Security Project dedicated to maintaining a list of web applications related security incidents. The goal is to serve as a tool for raising awareness of the web application security problem and provide information for statistical analysis of web applications security incidents. However to understand the risk associated with web hacks, we need to fully understand the likelihood and the impact of the attacks, and not just the technical details. To overcome this we have develop this application. Here we using human immune system. By using functionality of dentritic cell and danger theory.
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