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ABSTRACT 
Wireless Sensor Network (WSN) is one of the emerging 

research domains which have posed numerous unique 

challenges to researchers. The low cost MEMS and low 

processing capability with ultra low power consumption and 

low range wireless communication makes it lucrative for 

being exploited in abundance in future. The inbuilt limitation 

of energy in the sensor nodes which demanded every 

functionality of WSNs to be energy efficient. In this survey, 

an attempt is made to study the energy efficient approaches in 

WSNs. Classification of energy efficient approaches in WSNs 

is proposed and It also overviews ongoing research 

approaches, and provides discussion and provision of some 

design issues and requirements for building energy efficient 

mechanisms for WSNs. 
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1. INTRODUCTION 

Wireless Sensor Networks (WSNs) have emerged as a new 

computing paradigm within the past few years. The small size 

of sensors can be deployed physically, where each can sense 

information from the phenomena and they can communicate 

each other or sink node. Interested users can extract useful 

information about the environment from the WSNs[1][2][3]. 

Generally, the WSNs consist of large number of sensor nodes, 

which are densely deployed in an area. The sensor nodes are 

application specific. As they are battery operated, the energy 

level has to be considered for all sorts of operations. Each 

sensor is self configurable by itself to connect to neighboring 

sensor and establish network.  

The sensor nodes cooperate on the detecting task and use a 

wireless link for communication. The wireless network has 

been formed among sensor nodes. The connection between 

others network has also established. Using the wireless 

communication yield the WSNs can be conveniently 

constructed since no infrastructure is requested. Here, source 

nodes detect the event then they transmit information to sink 

nodes. After receiving information packet, the sink nodes 

store them in their memory or process them. The sink nodes 

might be sensor nodes in the WSNs, PDA or internet gateway 

where user uses for transmitting his data request. The data 

transmission from source node to sink node cannot be directly 

done in large WSNs due to limitation of wireless 

communication range; thus the most of data transmissions are 

in multi-hops form. 

The sensor node is consisted of five modules – Controller (a 

CPU is used for processing, data collection and data path 

searching), Memory module (for storing the sensed 

information as well as other data), Communication Devices 

(Transceiver for transmission of information), Sensor and 

Actuator modules (for sensing the data and finding the 

location of system) and power supply (energy source of 

sensor node, mainly battery power). The energy depletion in 

the sensor node due to sensing, in-network 

processing/logging, receiving data from source/relay (along 

with overhearing), transmitting sensed/relayed data (including 

over-emitting, collision, channel polling and control packet 

overhead), startup transient energy (may increase due to 

frequent switching), idle state (including idle-listening) and 

sleep state[4][5][6].  

A sensor node would drain its battery faster in the absence of 

energy efficient techniques. This fact triggered researchers to 

design protocols and mechanisms to reduce energy utilization 

in the WSNs. Many researchers proposed study on energy 

efficiency techniques in MAC layer, routing layer, transport 

and application layer separately. 

In this survey, it is attempted to present different energy 

saving mechanisms in WSNs protocol stack across all the 

layers and present systematic classification of energy saving 

mechanisms for WSNs. This paper also presents open issues 

in energy efficiency techniques for WSNs. 

 The reminder of this paper is organized as follows. Section II 

discusses Background and Energy Efficiency in WSNs. The 

aim of Section III is to present systematic classification of 

energy efficiency techniques for WSNS. Section IV discusses 

Open Issues and Challenges, and We conclude in Section V. 

2. BACKGROUND AND ENERGY 

EFFICIENCY IN WSNS 
 Most of the node energy is spent in the communications 

compared to data sensing and processing. The maximum 

energy is spent in the communication process (transmit 

(14.88mW) & receive mode (12.50mW)), then, next to it is 

the energy spent in idle mode (12.36mW) [7]. Although, a 

minimum amount of energy is spent in sensing, sleeping & 

processing mode, still they consume some energy. These 

processes need to be energy-efficient.  

To prolong the operational network lifetime of WSNs 

optimum use of limited available power source is needed. In 

WSNs, the energy expense can be minimized in all the layers 

of the protocol stack. In Physical layer, the node energy can 

be saved through reducing the data size, effective data rate 

and efficient energy model. In MAC layer, designing energy 

efficient MAC duty cycle mechanisms and packet scheduling. 

Energy efficient routing protocol can be designed to reduce 

the energy consumption in the network layer. In transport 

layer, effective congestion control, congestion avoidance and 

load sharing mechanisms contribute in enhancing the network 

lifetime  

Data placement and asynchronous multicasting techniques 
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attempts to reduce energy expense at application layer. 

Energy spent in sensor nodes is much in communication 

compared to sensing and data processing.  

3. CLASSIFICATION OF ENERGY 

EFFICIENCY TECHNIQUES FOR 

WSNS 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Fig. 1 Classification of Energy efficiency mechanisms in WSNs

The classification of Energy efficiency mechanisms in WSNs 

can be classified as WSN Protocol Stack, WSN based 

Techniques, Sensor Hardware and Cross layer design 

mechanisms as shown in the Fig. 1.  

3.1 WSN Protocol Stack 

The energy efficient techniques under WSN Protocol Stack 

can further classified as physical layer, mac layer, network 

layer, transport layer and application layer. The energy 

conserving technique in each of the  WSN Protocol Stack is 

discussed[8]. 

3.1.1 Physical Layer 

The sensor output is usually an analog signal. After signal 

conditioning (amplification, filtering) and digitization, data 

are processed locally in the node. The sensor senses the 

physical data from the phenomena and usually it is in analog 

in nature. The sensed data need to be amplified and modulated 

in order to minimize the loss of information. Each of these 

processes involves an electronic circuit that consumes a 

considerable level of energy[8][9].  Modulation, transmission 

& receiving techniques are importance of physical layer. Data 

Rate, Data reduction, Energy Model & Sampling Workload 

Allocation energy conservation techniques  in physical layer 

of WSNs. 

Holland et al[10] proposed a method of finding the optimum 

physical layer parameters to minimize energy dissipation in a 

multi-hop wireless sensor network. A metric that specifies the 

energy per successfully received bit (ESB). Which is function 

of three physical layer parameters: hop distance, d, transmit 

energy, Es,TX, and the modulation scheme. ESB also depends 

on the channel model. Et al proposed specific channel model 

and a constraint on any two of the three physical layer 

parameters. It minimize energy dissipation and hence 

optimize the performance of the network. 

Eugene et al [11] proposed the design of physical layer aware 

protocols, algorithms, and applications that minimize energy 

consumption of the system and individual nodes. The authors 

also proposed algorithms that take advantage of these 

adjustable hooks and knobs to minimize energy. 

3.1.2 Mac Layer 
The MAC layer has to be responsible for reliability, energy 

efficiency, high throughput & low access delay to optimally 

utilize the energy-limited resources of sensor nodes. 

Maximum amount of energy wasted in MAC protocol 

operations like collision, overhearing, control packet overhead 

and interference. To minimize the energy expenditure at  

WSNs energy efficient MAC techniques like duty cycling, 
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packet scheduling adaptive transmission range,  and adaptive 

transmission period[12][13][14]. A duty cycling in MAC 

layer involves the sensor node to sleep/wake up mechanisms 

to conserve energy. Sleep/wake up mechanisms involves in 

putting the radio transceiver in the (low-power) sleep mode 

whenever communication is not required. Ideally, the radio 

should be switched off as soon as there is no more data to 

send/receive, and should be resumed as soon as a new data 

packet becomes ready. The mechanism which makes the 

sensor nodes to alternate between active and sleep periods 

depending on network activity can be referred as duty cycling. 

Kein et al [15] proposed the low overhead MAC protocol 

(LO-MAC), a new duty cycling MAC protocol, which reduces 

the control overhead on data transmission. LO-MAC uses 

carrier sensing techniques to bypass the long Listening period 

problem, which occurs very frequently under low traffic load 

environments. After the Sync period, a short period called the 

carrier sensing period is introduced. In this period, LO-MAC 

employees the carrier sensing technique to inform the node 

traffic status and then decide to turn their radios off or keep 

them on to involve in a possible data transmission. LO-MAC 

is also able to transmit data packets over multiple hops in a 

single cycle and thoroughly use the broadcast nature to 

minimize the control overhead. 

3.1.3 Network Layer 
Routing is the process which finds the path between the 

source to destination while initiating data communication in 

the network. Routing is much more important than any other 

networks compared to WSNs. 

Table 1.  Radio Characteristics, Classical model 

Radio mode 
Energy 

Consumption 

Transmitter Electronics (EelecTx) 

Receiver Electronics (E−elecRx) 

(Eelec= EelecRx = EelecTx) 

50nJ/bit 

 

Transmit Amplifier (εamp) 100pJ/bit/m2 

Idle (Eidle) 40nJ/bit 

Sleep 0 

 

The energy spent in communication (transmission and 

reception) is much higher than Idle and sleep state of the 

sensor node. It shows that energy saving in data 

communication is needed in the WSNs. The sensed data 

communicating to the sink node involves transmission from 

the source and intermediate nodes needs to receive and 

transmit the data to the next neighboring nodes. Energy 

efficient routing can be done through hierarchical Routing, 

flat routing, multipath routing, geographical routing etc.   

 Rasheed et al [16] stated the efficient use of energy source in 

a sensor node is most desirable criteria for prolong the life 

time of wireless sensor network. The authors in [4] proposed a 

two layer hierarchical routing protocol called Cluster Based 

Hierarchical Routing Protocol (CBHRP). They introduced a 

new concept called head-set, consists of one active cluster 

head and some other associate cluster heads within a cluster. 

The head-set members are responsible for control and 

management of the network. Results show that this protocol 

reduces energy consumption quite significantly and prolongs 

the life time of sensor network as compared to LEACH. An 

effective routing protocol is designed and tested it 

performances to overcome some present limitation of WSN. 

Authors stated that introducing head-set concepts instead of 

only one cluster head within a cluster, their results show the 

better performance than that of LEACH in context of energy 

consumption, frame transmission and the life time of the 

sensor network. 

Heinzelman et al [17] proposed LEACH Protocol. It is a kind 

of cluster-based routing protocols, which includes distributed 

cluster formation. LEACH randomly selects a few sensor 

nodes as cluster heads (CHs) and rotates this role to evenly 

distribute the energy load among the sensors in the network. 

The idea is to form clusters of the sensor nodes based on the 

received signal strength and use local cluster heads as routers 

to the sink. In LEACH, the CH nodes compress data arriving 

from nodes that belong to the respective cluster, and send an 

aggregated packet to the BS in order to reduce the amount of 

information that must be transmitted to the BS. LEACH uses 

a Time division multiple access (TDMA) and code-division 

multiple access (CDMA) MAC to reduce inter-cluster and 

intra-cluster collisions. All the data processing such as data 

fusion and aggregation are local to the cluster. The operation 

of LEACH is done into two phases, the setup phase and the 

steady state phase. In setup phase the clusters are organized 

and CHs are selected. Cluster heads change randomly over 

time in order to balance the energy dissipation of nodes. This 

decision is made by the node choosing a random number 

between 0 and 1. The node becomes a cluster head for the 

current round if the number is less than the following 

threshold value T(n). 

T(n)=  

 

         
 

 
  
        

             

  

Where, G is the set of nodes that are involved in the CH 

election. In the steady state phase, the actual data transfer to 

the BS takes place. The duration of the steady state phase is 

longer than the duration of the setup phase in order to 

minimize overhead. During the steady state phase, the sensor 

nodes can begin sensing and transmitting data to the CHs. The 

CH node, after receiving all the data, aggregates it before 

sending it to the BS. After a certain time, which is determined 

a priori, the network goes back into the setup phase again and 

enters another round of selecting new CHs. Each cluster 

communicates using different CDMA codes to reduce 

interference from nodes belonging to other clusters. 

3.1.4 Transport Layer 
Out of sight problem is also common in WSNs as in wireless 

networks. When multiple nodes want to transmit data through 

the same channel at a time or when the routing node fails to 

forward the received data to the next routing nodes congestion 

occurs. Congestion and data loss occurs at nodes which are 

nearer to the sink nodes [18][19].  

Energy saving can be achieved in transport layer of WSNs 

through energy aware congestion avoidance, energy efficient 

load sharing and energy efficient reliable mechanisms 

between end to end communication in WSNs. 

Awais et al[20] proposed congestion control mechanism 

which considers node level congestion (NLC) and link level 

congestion (LLC). The NLC is caused by the buffer overflow 

whereas LLC is caused by large data being pumped into the 

channel by various neighboring nodes at the same time. It is 

designed based on statistical time division multiple access 

(STDMA) that improves performance in both NLC and LLC 
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and ultimately results in energy efficiency of the network. 

With the help of STDMA, each MSN shares its statistical 

information in Hello Packet with cluster head (CH). This 

Hello Packet contains unique ID, battery information, and 

location information in the cluster. The CH then uses MSN 

feedback and uses a modified TDMA technique of time slots 

allocation to its MSNs in specific cluster.  

3.1.5 Application Layer  
Energy saving in the application layer is achieved through 

application service which aims at energy conservation, by 

caching mutable data obtained from data-retrieval at locations 

that minimize the sum of request and update traffic & 

asynchronously multicasting updates from sensors to 

observers reduces the total number of packet transmissions in 

the network. 

Bhattacharya et al[21] developed a distributed framework  

that improves power conservation by application-layer sensor 

data caching and asynchronous update multicast. The goal of 

the framework is to reduce the total power expended on the 

primary network function; namely, data collection and 

delivery.  

3.2 WSN based Techniques 
The energy efficiency is achieved through effective node 

deployment in the phenomena, one coverage mechanisms in 

the network, effective node location in the phenomena and 

optimal network partition techniques. 

3.2.1 Energy Efficient Deployment Scheme in 

WSNs 
The initial deployment is hard to control using such 

deployment mechanisms.  The optimal deployment of nodes 

also adds to the lifetime of the network, along with 

determination of deployment cost, coverage, connectivity, etc. 

A good deployment is important to achieve load balance and 

prolong the network lifetime [22][23]. 

Authors in [23] proposed a distributed deployment scheme 

(DDS) for homogeneous distribution of Mobile sensor Nodes 

(MSNs) within the candidate region. The candidate region is 

logically divide into concentric layers centered at it and each 

layer is separated by half of rc    as shown in the Fig 2. desired 

locations for placement of MSNs is computed by Base station. 

 

Fig 2. The Candidate Region 

Desired locations are computed by dividing the candidate 

region into regular hexagons (with side = rs) and center of 

these hexagons constitutes desired locations. The relation 

between rs and rc is given by Eq. (3) 

                     (3) 

BS invites randomly spread MSNs layer after another 

(starting from inside) to occupy the desired locations, thereby 

getting connected. If any layer doesn’t contain MSNs then BS 

waits for certain time t (t  ⩾  maximum time taken by MSN in 

current layer to move up to last occupied layer) and invites the 

MSNs in the next layer to move toward connected nodes to 

get connected. The process is repeated until all the nodes are 

placed on desired locations. DDS shows the multi-path 

connectivity, with minimum overlap and achieves 100% 

coverage with limited MSN movement, but the scheme is not 

scalable as MSNs are deployed in linear fashion (layer after 

another) due to which Deployment time increases with the 

area. Moreover MSNs have mobility restricted to plain 

surfaces which leave the system incompetent for real time 

scenarios. 

3.2.2 Energy Efficient Coverage approaches in 

WSNs 
The coverage issues in WSNs can be viewed as a major in 

QoS and performance of WSNs. Coverage issues may be 

categorized as area coverage, target coverage and barrier 

coverage [24-27]. The main objective of the area coverage in 

WSNs is to cover a region (the collection of all space points 

within the sensor field), and each point of the region need to 

be monitored. Point coverage is to cover a set of point (target) 

with known location that need to be monitored. The point 

coverage scheme focuses on determining sensor nodes’ exact 

positions, which guarantee efficient coverage application for a 

limited number of immobile points (targets).  

Target coverage in WSNs targets number of known locations 

that needs to be continuously observed (covered) and a large 

number of sensors closely deployed to the target. Barrier 

coverage is to detect movement across a barrier of sensors 

[28].  The coverage issues improve minimization of power 

utilization of WSNs and WSNs lifetime.  

3.2.3 Energy Efficient Localization in WSNs 
Localization is a process of identifying the location of a 

sensor node in WSNs without using global positioning system 

(GPS). Localization in WSNs is basically categorized as 

target localization and self node localization. Source node 

location is estimated based on energy, angle of arrival (AOA), 

time difference of arrival (TDOA) [29-33].  

[34] et al proposed a mechanism to obtain the appropriate 

number of active sensors to locate an object and reduces 

energy consumption in localization. Sensor nodes are 

triggered by the opportunistic wakeup probability sent from 

the user. As the number of active sensors in the sensing range 

of the user is decreased, and energy consumed is also reduced. 

Opportunistic wakeup probability is evaluated using 

Trilateration localization algorithm, in two-dimensional space, 

it need at least three reference nodes' location information to 

locate an object. It assume that the nodes are independent, 

when the number of in-sensors  3  n , the probability of 

successfully locating a User obeys the binomial probability 

B(n, p), where n represents the number of sensor nodes in the 

sensing range of the mobile object, and p represents the 

wakeup probability of sensor node. The probability of 

accurately locating a moving object can be obtained from (1).  

                                    (1) 

http://www.sciencedirect.com/science/article/pii/S1110866515000444#b0200
http://www.sciencedirect.com/science/article/pii/S1110866515000444#e0035
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          -       (2) 

 where P represents the probability of accurately locating the 

mobile object, and K represents the number of sensor nodes to 

wake up. According to (2), it is a quantitative relation between 

the number of in-sensors and the probability of accurately 

locating a User, under certain preconditions of each sensor’s 

wakeup probability. Sensor nodes are sleeping which are not 

triggered by opportunistic wakeup probability. It avoid Will 

not participate in the communication and contributes in power 

consumption. 

3.2.4 Energy Efficient Security in WSNs 
WSNs are resources constrained in battery power, processing 

power, memory and communication range.  The sensed data is 

send to base station in multiple hops. As there are no 

centralized mechanisms to monitor data communication, data 

communication is highly vulnerable. There is need of security 

measures in WSNs. High computational and communication 

overhead by the security mechanisms on the resource limited 

sensors are limiting the lifetime of the sensor nodes in the 

network. Self organizing and multihop communication in 

WSNs prone to network routing attacks such as  spoofed 

routing information, selective packet forwarding, sybil attack, 

sinkhole attack, wormholes attack, hello flood attacks, and 

acknowledgment spoofing[36-40]. Designing a secure 

mechanism in data routing which defends against the routing 

attacks and proves its energy efficiency for WSNs is need to 

be addressed by the researchers.  

4. OPEN ISSUES AND CHALLENGES 
WSNs are inbuilt with number of challenges including limited 

node energy, limited processing capacity, limited memory, 

smaller transmission range, fewer sink node than sensor 

nodes, different kinds of sensors, etc. Along with these 

challenges, WSNs pose many issues to researchers to address. 

To improve the performance of WSNs and reduce the usage 

of energy and increase the lifetime of the WSNs is the 

common interest. The protocol stack of WSNs has issues[35]. 

Physical Layer is responsible for raw data transmission 

medium issues. It covers different kinds of sensors and 

connectivity, wireless networks general issues like path loss, 

reflection, absorption and scattering loss, interference, 

modulation techniques, signal quality and strength are also the 

major issues in WSNs.  

 Data link layer Data link layer’s major responsibility is to 

ensure interoperability amongst communication between 

nodes. This layer deals error detection and correction, flow 

control, multiplexing for WSNs.  

Network layer is responsible for selecting the Optimized path 

for the sensed data routing to sink node. It sends the data to 

sink node in multiple hops. Designing energy efficient routing 

protocols for WSNs is one of the major issues since; the 

energy cost for communication is higher than the processing 

cost. Secure data communication in the data routing is a also 

need to be addressed. 

Handling end to end congestion related issues and connecting 

WSNs to the external network i.e., Internet. To establishing 

and maintain communication between WSNs and Internet and 

a dedicated transport layer protocols which addresses issues 

like congestion, end to end connectivity etc.  

A novel and light weight Application Layer protocols are 

needed to to display and guarantee reliable data flow to lower 

layers. This layer is responsible for  data collection, 

management and processing of the data by using the 

application software to obtain reliable data transmission.  

Network Management in WSNs becomes important in order 

to keep the WSNs and application work properly. Until now, 

there is no optimized or considerable network management 

solution for WSN.  Recently it is getting momentum from the 

research community to design Management of WSNs. It has 

already presented a set of significant management challenges 

[36][37]. The operation of a WSN is greatly affected by 

different inter-related factors such as network traffic flows, 

network topologies, and communication protocols. Specific 

network management architecture needs to address 

considering WSNs challenges and characteristics. 

5. CONCLUSION 
As a new research area, wireless sensor network has promised 

its usage in the future computing and communication 

environment. However, there still needs significant research 

work to address a set of research challenges and issues. One 

of the biggest challenges is the designing of any mechanisms 

and techniques for WSNs to be energy efficient. In this survey 

we proposed detailed classification of energy efficient 

approaches for WSNs. As it is many approaches proposed to 

improve energy efficiency and network still unique issues 

need to be addressed. It discussed some ongoing research 

work of energy efficient mechanisms in WSNs from different 

aspects is also presented Such issues in noted in challenges an 

open issues for WSNs is discussed. A detail energy efficient 

issues relating to protocol stack and major issues are 

discussed. Finally, it summaries needed energy efficient 

mechanisms which will improve energy efficiency and 

network lifetime in the future energy efficient techniques. 
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