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ABSTRACT 

Decode and Forward (DF) is a type of opportunistic relay in 

which the packet is relayed only when the direct transmission 

of information from source to the destination fails. This 

results in bandwidth optimization of the overall system as 

well as considerable saving of resources by avoiding the 

unnecessary relay of information when it is not required. In 

this paper the authors have proposed a system using DF relay. 

By applying proper error correction techniques at the receiver 

side, it has been found that a corrected copy can be recovered 

from any erroneous receptions. Also the system offers much 

higher throughput and packet error rate (PER) performance, 

which is evident from the mathematical and simulation 

analysis made in the later part of this paper. 
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1. INTRODUCTION 
With the advancements in the new generation of wireless 

technology, wireless networks are becoming very popular 

now a day. New generation wireless networks offer more 

flexibility, reliability and mobility with improved data rate 

and connectivity. Inherently, the wireless network is broadcast 

in nature and therefore it is possible for the wireless nodes or 

relays to forward each other‟s message in order to improve 

throughput, reduce the bit error rate (BER), improve capacity, 

coverage and reliability. This relay technique has been applied 

extensively in next generation wireless standards such as 

LTE, IEEE 802.16 (Wi-Max), Cognitive Radio and other such 

applications. In this work, we have undertaken an  approach to 

propose an opportunistic relay scheme using Decode and 

Forward (DF) relay[1-3]. The single bit feedback from the 

destination indicating success or failure of transmission will 

decide the forward of message by a relay in the next phase. 

Here the transmission is usually performed in two phases or 

steps. In the first phase, the information from the source is 

being directly transmitted to the destination via a single path. 

If the receiver fails to receive the correct information, the 

relay transmits the message to the destination. If the 

transmission is successful in the first phase, then there is no 

need to transmit the message in the second phase.  This leads 

to bandwidth optimization as well as efficient utilization of 

resources.        

In this paper the authors have deployed Packet 

Combining(PC) [4] and Aggressive Packet Combining(APC) 

[5] techniques at the receiver side to rectify the errors and 

retrieve the correct packet. The transmitted packet from the 

source is overheard by all the relays which are in the range of 

the transmitter and stores the packet or information in its 

buffer. When a packet is successfully received by the receiver, 

it sends an ACK signal and in the case when it is erroneously 

received it sends a NACK signal. This ACK/NACK signal is 

also overheard by the relay stations. When an ACK signal is 

received by the relay station, it clears the packet stored in its 

buffer.[6-9] . If it receives a NACK signal, it retransmits the 

packet stored in its buffer instead of retransmission by the 

transmitter. If the relay nodes also does not transmit the 

correct packets in the subsequent phases, error correction 

techniques (PC/APC) are applied at the receiver side to rectify 

the errors and retrieve the correct packet. In the conventional 

cooperative diversity networks the relays transmit the source 

information to the destination irrespective of the channel 

condition. However, in the proposed method the relays 

transmit the information to the destination only when the 

direct transmission between source to destination fails. This 

failure in transmission can be recognized by the relays by 

hearing the negative acknowledgement or NACK signal.  In 

this case the relay is used opportunistically based on the 

limited feedback from the receiver. [11-13] 

1.1 Contributions 
The aim to propose a DF relay model for wireless networks is 

to enhance the throughput efficiency of data transmission and 

also to utilize the available resources in an optimum manner 

leading to a highly reliable network in data transmission. With 

this in mind the following contributions have been made in 

this paper. 

 By introducing this new scheme using DF relay a 

highly efficient and reliable system for data 

transmission is proposed. 

 Mathematical and simulation analysis is carried out 

to access the superiority of the proposed scheme 

over conventional error correction methods and 

results are depicted in the later part of this paper. 

 This analysis clearly reflects that the proposed 

scheme indeed offers much better throughput 

efficiency and reduced PER than conventional error 

correction methods without relaying. 

In the conventional error correction methods like PC and APC 

in which multiple copies of the same packet are transmitted 

from the source to the destination the throughput efficiency is 

quite low. Also in the conventional relaying methods used in 

broadcast communication all the transmitted copies are being 

sent at once, thus requiring more bandwidth which also results 

in wastage of available resources. The proposed scheme 

results in enhancement of throughput efficiency to a 
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considerable extent as compared to conventional PC and APC 

scheme and also results in better utilization of available 

resources as the transmissions from the relay are made only 

on demand. 

1.2 Paper Organization 
The next section reviews the conventional PC and APC 

scheme and their error correction methods.  Section 3 then 

illustrates the proposed scheme of deployment of DF relay in 

data transmission and Section 4 carries out a detail analysis of 

the scheme with illustrative examples. Section 5  depicts the 

mathematical analysis and Section 6 carries out experiments 

to obtain the throughput and the PER curves for the proposed 

scheme as compared to conventional methods of error 

correction and thereby establishing that the proposed scheme 

provides better throughput and error correction capability. 

Finally, section 7 concludes the paper and discusses future 

work. 

2. REVIEW OF PC AND APC SCHEME 
Chakraborty suggested a simple and elegant technique called 

Packet Combining scheme [4] in which the disjoint 

information contained in the erroneous copies of a packet is 

explored to obtain the correct copy.  

It is assumed that an original packet “11001000” is to be 

transmitted from the source to the destination. The receiver 

receives the packet erroneously as “11011000” (The bits in 

error are marked in bold). The receiver requests for 

retransmission and buffers the erroneous copy . Say the 

second copy is also erroneously received by the receiver as 

“10001000”. Chakraborty suggested that the receiver can 

locate the error positions by bit wise XORing the two received 

copies. The operation is illustrated below: 

First Copy:       11011000 

Second Copy:  10001000  

   After XORing:  01010000 

 

The error locations are identified as 2nd and 4th bit from the 

left . Chakraborty suggested that the receiver can apply the 

brute force method to correct the error by changing the 

received “1” to “0” and vice versa followed by the application 

of error detection method in use. In the given example the 

average number of brute application will be ½ and in general 

2n-1 if „n‟ bits are found in error.  

Aggressive Packet Combining scheme is a modified form of 

MjPC (Majority packet combining). To illustrate this scheme 

let us consider that an original packet “11110001” is 

transmitted between the source and the destination. In APC 

three copies of each packet are sent from the sender to the 

receiver and bit by bit majority logic is applied on the 

received copies as follows: 

First Copy:       11100001 

Second Copy:   01110001 

Third Copy:      10110001 

Majority Logic: 11110001 which is the correct packet 

In this way the receiver can obtain the correct packet through 

majority voting at the receiver side.  

 

3. PROPOSED SCHEME WITH 

DECODE AND FORWARD RELAY 

 

Fig 1. Proposed scheme with DF relay 

The above figure (Fig. 1)  illustrates a system with DF relay. 

The figure depicts a system with two DF relays, a source from 

where the packets will be transmitted and a destination where 

it will be received. The packet from the source is being 

transmitted to the destination via the direct link. The same 

packet is also overheard by Relay 1 and Relay 2 which are in 

the range of the transmitter. If the packet is successfully 

received by the receiver, it sends an ACK signal to the 

transmitter. This ACK signal will also be received by the two 

relays and they will clear the previous packet stored in their 

buffers. In the case where the packet is erroneously received 

by the receiver it will send a NACK signal back to the 

transmitter and stores the erroneous packet in its buffer. This 

NACK signal will also be overheard by the two relays and 

they will transmit their copies of the packet to the destination. 

The receiver will now have a total of three copies and it will 

apply APC technique using majority voting to recover the 

correct packet. 

3.1 CASE 1: When The Copies Of The 

Packets From The Relays Reaches The 

Destination Without Link Failure 

In receiving a negative acknowledgement (NACK) from the 

destination, the transmitter will wait for a specific time period 

before the next transmission. In the mean time the relays 

(Relay 1 and Relay 2) transmit their copies of the packet to 

the receiver through the links R1D and R2D. If these copies 

are also received with error, then the receiver will apply 

Aggressive Packet Combining (APC) technique by bitwise 

majority voting of the three erroneous copies to rectify the 

errors and to recover the correct packet. In the worst case if 

the correct packet is not recovered through APC it sends 

another NACK and the transmitter retransmits the packet. 

3.2 CASE 2: When A Copy Of Packet 

From A Relay Is Lost During 

Transmission Due To Link Failure. 
In the case when one copy of packet from either relay (Relay 

1 or Relay 2) is lost during transmission, the receiver will 

have only two copies. First, the copy received through direct 

link and second, the copy through one relay. If the copy from 

the relay is also erroneous , then the receiver will apply the 

Packet Combining technique by bitwise XORing the two 

erroneous copies to identify the error locations. The receiver 

can apply the brute force method to correct the errors through 

bit by bit inversion of the received copies followed by error 
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detection methods in use. If the receiver fails to recover the 

correct copy, then it sends another NACK to the transmitter 

and it retransmits the packet.  

3.3 CASE 3: When The Packet Is Lost 

During Transmission Through Direct 

Link. 
In the case when the packet transmitted through direct link 

does not reach the destination due to link failure, the 

transmitter will not receive any feedback or acknowledgement 

from the receiver. In Automatic Repeat Request (ARQ) 

scheme, the transmitter waits for a specific time period and if 

it does not receive any acknowledgement, the packet is 

retransmitted by the transmitter. But in this case instead of the 

transmitter, the copies of the packet stored in the relays (Relay 

1 and Relay 2) are being transmitted to the destination. If both 

the copies are received with error, the receiver applies the 

Packet Combining technique to rectify the errors in order to 

recover the correct packet. In this way, by reducing the 

number of retransmissions from the transmitter, throughput of 

the overall system can be enhanced. 

4. ILLUSTRATIVE EXAMPLES OF 

THE PROPOSED SCHEME 

4.1 Example for CASE 1 
Suppose the original packet to be transmitted is 10100011 

At first, the packet is transmitted to the destination through 

the direct link. Let it be received as 10110011 which is in 

error. (The error location is marked in bold). 

Original Packet Packet received through 

direct link 

10100011 10110011 

 

The receiver will send NACK request back to the transmitter 

which will also be overheard by Relay 1 and Relay 2. The 

transmitter will wait for a specified time period. In that period, 

both the relays will simultaneously transmit their copies to the 

destination which are received as 

Relay 1 Copy: 10110011 

Relay 2 Copy: 11100011 

As both the received copies are also in error the receiver will 

apply aggressive packet combining (APC) by bitwise majority 

voting on the three received erroneous copies. The scenario is 

illustrated below: 

1st Copy:                      10110011 

2nd Copy:                     10110011 

3rd Copy:                      11100011 

Majority Voting:          10110011 

The obtained packet through majority voting is also not the 

correct one. The receiver will search for the least reliable bits 

which are 2nd and 4th bit from left. Receiver then search for 

the correct bit patterns to generate the correct copy for the 

transmitted packet.  

4.2 Example for CASE 2 
Suppose the original packet to be transmitted is 1001 

At first, the packet is transmitted to the destination through 

the direct link. Let it be received as 1011 which is in error 

(The bits in error are marked in bold). 

Original Packet Received through direct link 

         1001              1011 

 

The receiver will send NACK request back to the transmitter 

which will also be overheard by Relay 1 and Relay 2 . The 

transmitter will wait for a time period before retransmitting 

the packet.  In the mean time the relays will transmit their 

copies  to the destination. Say, the copy from relay 2 is lost 

during transmission and the receiver receives only the copy 

from relay 1  which is also received with error as 1000.  

Packet send by Relay 1 Packet received at the 

destination 

         1001                1000 

 

The receiver will apply packet combining technique by 

bitwise XORing the two erroneous copies to detect the error 

locations. 

1st copy:      1011 

2nd copy:     1000      

XORing      0011 

The error locations are identified as 3rd and 4th bit from left. 

The receiver will apply the brute force method by bit by bit 

inversion on the received copies to rectify the errors and 

obtain the correct copy. 

4.3 Example for CASE 3 
Suppose the original packet to be transmitted is 1110 

At first, the packet is transmitted to the destination through 

the direct link. Due to link failure, the packet is not received at 

the destination. The transmitter and the relays wait for a 

specific time period and due to non receipt of the feedback or 

acknowledgement from the receiver, the relays transmits their 

copies to the destination instead of the transmitter.  

Original Packet Packets received through 

relays 

1110 1100 

1111 

 

As both the copies are received with errors, the receiver 

applies the Packet Combining technique by bitwise XORing 

the two erroneous copies to detect the error locations. 

1st Copy:  1100 

2nd Copy:  1111 

 XORing :  0011 

The error locations are identified as 3rd and 4th bit from the 

left. The receiver applies the brute force method by bit by bit 

inversion on the received copies to rectify the errors in order 

obtain the correct copy. 

5. MATHEMATICAL ANALYSIS 
The probability of packet in error [10] is given by  

                     𝑃𝐸𝑅 =  1 − (1 − 𝛼)𝑛 𝑘                (1) 

Where „α‟ is the bit error rate (BER), „n‟ is the number of bits 

in the packet, „k‟ is the number of copy being transmitted. 

In PC scheme two copies of a packet are required, so k=2 and 

therefore PER of PC scheme can be expressed as: [10] 



International Journal of Computer Applications (0975 – 8887) 

Volume 140 – No.3, April 2016 

48 

                     𝑃𝑃𝐶 =  1 − (1 − 𝛼)𝑛 2                  (2) 

In APC scheme three copies of a packet are required, so k=3 

and therefore PER of PC scheme can be expressed as: [10] 

                       𝑃𝐴𝑃𝐶 =  1 − (1 − 𝛼)𝑛 3                   (3) 

In CASE 1 of DFR scheme packets are transmitted through 

two different paths on demand. Therefore PER for this case 

can be defined as  

                 PDFR= (1-(1-a)n)3*1           (4) 

In CASE 2 of DFR scheme packets are also transmitted 

through three different paths on demand but one of the copies 

is lost during transmission. Therefore PER for this case can be 

defined as  

            PDFR= (1-(1-a)n)2*1           (5) 

In CASE 3 of DFR scheme packets are transmitted through 

two relays only i.e. via two paths only when the direct 

transmission link fails or on the non receipt of 

acknowledgement from the destination. Therefore PER for 

this case can be defined as 

            PDFR= (1-(1-a)n)1 * (1-(1-a)n)1 

The throughput of conventional PC scheme is: [10]       

                         𝜂𝑃𝐶 =
1−𝑃𝑃𝐶

2+𝑃𝑃𝐶
                               (4)   

The throughput of conventional  APC scheme is: [10]      

                           ηAPC= 
1

3

APC

APC

P

P




              (5)  

The throughput of the proposed scheme using DF relay for 

CASE 1 is      

                     ηDFR=  (1*PDL) +  (
1

1

APC

APC

P

P




 *PAPC)    (6)    

The throughput of the proposed scheme using DF relay for 

CASE 2 is      

                        ηDFR=  (1*PDL)  + (
1

1

PC

PC

P

P




 * PPC)  (7)   

The throughput of the proposed scheme using DF relay for 

CASE 3 is  

ηDFR= 
1

1

PC

PC

P

P




  (8) 

where PDL is the probability of receiving the successful packet 

through direct link, PPC is the probability of receiving the 

successful packet through PC scheme and PAPC is the 

probability of receiving the successful packet through APC 

scheme.     

6. SIMULATION RESULTS 
The typical Bit Error Rate (BER) for wireless channel is as 

high as 10-2 to 10-4. The performances of the proposed DF 

Relay scheme and conventional PC and APC scheme  is 

compared in terms of Packet Error Rate (lower PER indicates 

better correction capability) and throughput efficiency. We 

did experiment with packet size n=128  and simulated the 

result on MATLAB simulator. We studied the performance of 

the proposed scheme and conventional PC and APC  over 

BER from 10-2 to 10-4 and portrayed the results in Fig. 2.1, 

Fig. 2.2, Fig. 3.1, Fig. 3.2 and Fig 3.3.  We see that the 

proposed scheme has achieved significantly better 

performance than the conventional packet combining 

schemes. The throughput of the DF relays scheme approaches 

100% , which is evident from the fact that only one copy of 

each packet is sent from the transmitter which is broadcasted 

by the relays to the destination.  

 

Fig 2.1 Throughput Comparison of PC and APC scheme 

 

Fig 2.2 PER Comparison of PC and APC scheme 

 

Fig 3.1 Throughput comparison of the proposed scheme 

 

Fig 3.2 PER Comparison of the proposed scheme 

From the figures 2.2 and 3.2 it can be seen that the packet 

error rate (PER) of the overall system reduces to a great extent 
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as compared to the conventional PC and APC which makes 

the system fair enough for data transmissions over wireless 

networks. 

7. CONCLUSION AND FUTURE WORK 
In this paper the authors proposed a system to implement 

packet combining techniques using Decode and Forward (DF) 

relay for wireless networks. The proposed scheme is more 

bandwidth efficient than the conventional relay 

methodologies. As evident from the experimental results this 

technique offers much better throughput and reduced packet 

error rate. It can be seen that the proposed method improves 

the throughput by almost 50% as compared to conventional 

packet combining.  It can be concluded that using DF relay 

scheme a highly efficient scheme for data transmission can be 

developed and proposed.  

The future work related with this concept deals with 

increasing the transmission efficiency as well as improving 

the correction capability of the overall system. Also the time 

delay during transmission can also lead to a significant impact 

on the system performance, which will be thoroughly 

discussed in the future.  
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